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★第1章、windows系统版本
★windows版本
> ver                                    #查看系统版本
Microsoft Windows [版本 10.0.17763.557]

> dism  /online  /get-currentedition          #查看系统版本
部署映像服务和管理工具
版本: 10.0.17763.1
映像版本: 10.0.17763.557
当前版本为:
当前版本 : Professional

> wmic  os  get  caption                   #查看系统版本
Caption
Microsoft Windows 10 专业版


win10版本及os代码
	version
	os build （NT 10.0）
	version
	os build （NT 10.0）

	1507（RTM）
	10.0.10240.xxx
	1809
	    17763   

	1511
	    10586   
	1903
	    18362   

	1607
	    14393   
	1909
	    18363   

	1703
	    15063   
	2004
	    19041   

	1709
	    16299   
	20H2
	    19042   

	1803
	    17763   
	
	




win NT对应系统版本
	NT版本
	操作系统
	时间
	

	NT 5.0
	windows 2000
	2000/2/17
	

	NT 5.1
	win XP
	2001/10/15
	

	NT 5.2
	win XP 64bit
winSer 2003/2003 R2
	2003/3
2003/4
	

	NT 6.0
	Vista
win Ser 2008
	2007/1/30
2008/8/27
	6.0.6002... (sp2)

	NT 6.1
	win 7
win Ser 2008 R2
	2009/10/22
2009/10/22
	6.1.7600...
6.1.7601... (sp1)

	NT 6.2
	win 8
win Ser 2012
	2012/10/26
2012/9/4
	6.2.9200.16384


	NT 6.3
	win 8.1
win Ser 2012 R2
	2013/10/18
2013/10/18
	6.3.9600...
6.3.9600...





★微软生命周期策略
https://support.microsoft.com/zh-cn/lifecycle/search
https://learn.microsoft.com/en-us/lifecycle/products/

	系统版本
	开始时间
	Mainstream End
	Extend End Date

	Windows XP
	Dec 31, 2001
	Apr 14, 2009
	Apr 8, 2014

	Windows 7
	Oct 22, 2009
	Jan 13, 2015
	Jan 14, 2020

	Windows 8
	Oct 30, 2012
	
	Jan 12, 2016

	Windows 8.1
	Nov 13, 2013
	Jan 9, 2018
	Jan 10, 2023

	Windows 10 Home and Pro
	Jul 29, 2015
	Oct 14, 2025
	Oct 14, 2025

	Windows 11 Home and Pro
	Oct 4, 2021
	In Support
	

	
	
	
	

	Windows Server 2008
	May 6, 2008
	Jan 13, 2015
	Jan 14, 2020

	Windows Server 2012 R2
	Nov 25, 2013
	Oct 9, 2018
	Oct 10, 2023

	Windows Server 2016
	Oct 15, 2016
	Jan 11, 2022
	Jan 12, 2027

	Windows Server 2019
	Nov 13, 2018
	Jan 9, 2024
	Jan 9, 2029

	Windows Server 2022
	Aug 18, 2021
	Oct 13, 2026
	Oct 14, 2031

	
	
	
	






★windowns10/11 iso镜像下载
下载地址：
https://www.microsoft.com/zh-cn/software-download/windows10
https://www.microsoft.com/zh-cn/software-download/windows11

系统安装相关操作请参考作者其他文档，比如：
https://limaofu.github.io/t3doc/%E8%A3%85%E7%B3%BB%E7%BB%9F%E6%95%99%E7%A8%8B%E4%B8%93%E4%B8%9A%E7%89%88-back-241014.pdf


★windows故障排查（官网）
https://learn.microsoft.com/zh-cn/troubleshoot/windows/
https://learn.microsoft.com/zh-cn/troubleshoot/windows-client/welcome-windows-client
https://learn.microsoft.com/zh-cn/troubleshoot/windows-server/welcome-windows-server



★第2章、windows快捷命令及快捷键
快捷命令是在运行栏里输入的命令，按下Win键和R键打开运行栏
[image: ]
输入命令后，回车即可打开相应的功能界面，常用快捷命令如下：

	命令
	打开功能
	说明
	路径

	ncpa.cpl
	网络连接
	能看见网卡图标
	控制面板\网络和Internet\网络连接

	firewall.cpl
	防火墙
	配置windows防火墙
	控制面板\系统和安全\Windows Defender 防火墙

	sysdm.cpl
	系统属性
	计算机名，硬件，高级，远程等
	控制面板\系统和安全\系统\更改设置

	collab.cpl
	网络邻居
	
	

	telephon.cpl
	电话和调制解调器
	

	inetcpl.cpl
	Internet属性
	常规，安全，隐私
	

	appwiz.cpl
	卸载或更改程序
	启用或关闭某功能
	控制面板\程序\程序和功能

	devmgmt.msc
	设备管理器
	
	控制面板\系统和安全\系统\设备管理器

	gpedit.msc
	本地组策略编辑器
	

	lusrmgr.msc
	本地用户和组(本地)
	

	compmgmt.msc
	计算机管理
	
	

	taskschd.msc
	任务计划程序
	
	

	services.msc
	服务
	
	

	secpol.msc
	本地安全策略
	
	

	diskmgmt.msc
	磁盘管理
	
	

	hdwwiz
	添加硬件向导
	
	

	certmgr.msc
	证书管理
	
	

	eventvwr.msc
	事件查看器
	
	

	taskmgr
	任务管理器
	Ctrl+Alt+Del
	

	msinfo32
	系统信息
	硬件资源，组件，软件环境
	

	msconfig
	系统配置
	常规，引导，服务，启动
	

	regedit
	注册表编辑器
	
	

	mstsc
	远程桌面连接
	
	

	explorer
	资源管理器
	Win+E
	

	osk
	屏幕键盘
	
	

	magnify
	放大镜
	
	

	dcomcnfg
	组件服务
	
	

	calc
	计算器
	
	

	write
	打开“写字板”
	
	

	snippingtool
	打开“截图”
	
	

	SoundRecorder.exe
	打开“录音机”
	
	

	winver
	查看系统版本
	
	

	control
	控制面板
	
	

	control  system
	系统
	查看有关计算机的基本信息
	Win+Pause

	lsdiag.msc
	远程桌面授权诊断器
	

	LicMgr.exe
	远程桌面授权管理器，看lic数量/类型
	

	slmgr.vbs  -xpr
	-dli    -dlv
	查看系统激活信息
	

	oobe/msoobe  /a
	查看win XP激活信息
	




快捷键
	快捷键（组合键）
	功能
	快捷键（组合键）
	功能

	Win + D
	回到桌面
	Win + E
	打开资源管理器

	Win + R
	打开“运行栏”
	Win + K
	投屏

	Win + L
	锁定屏幕
	Win + P
	投屏

	Win + Tab
	切换窗口
	Win + 空格
	切换输入法

	Alt + F4
	关闭当前窗口
	F2
	重命名

	Ctrl + Shift + T
	打开上一次关闭的网页
	Ctrl + ←→箭头键
	向左/右跳过一个单词

	Ctrl + Alt +上下左右箭头
	切换屏幕显示方向
	Ctrl + C
	复制

	Ctrl + V
	粘贴
	Ctrl + X
	剪切

	Ctrl + Z
	撤销
	
	




锁屏：win+L
写.bat命令内容如下：
rundll32.exe  user32.dll  LockWorkStation




★第3章、系统激活相关操作

★HEU_KMS_Activator激活工具
免费开源的windows及ms office激活工具（注意，仅供个人学习使用，不可用于商业环境）
开源地址：  https://github.com/zbezj/HEU_KMS_Activator
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★slmgr激活相关操作命令
Software  License  Manager
> slmgr  /ipk  XXXXX-XXXXX-XXXXX-XXXXX-XXXXX        #安装密钥
> slmgr  skms  kms.03k.org              #设置kms服务器
> slmgr  /ato                           #尝试在线激活，Attempt  Online
> slmgr.vbs  -xpr                        #查看当前许可证的截止日期，是否为永久激活
> slmgr.vbs  -ilc  /xxx.lic                 #导入OEM证书
> slmgr.vbs  -cpky                       #从注册表中清除产品密钥信息
> slmgr.vbs  -upk                       #卸载当前产品密钥，重启后显示未激活状态

Win+R打开运行框：
> slui                                 #默认是slui  3  打开激活向导，输入密钥
> slui  4                              #电话激活




★windows激活方式
> slmgr.vbs  -dlv
[image: ]

激活方式：
	产品密钥激活
	联网时，直接输入安装光盘包装盒上的密钥或者从windows商城购买的密钥，MSDN订阅送的密钥即可

	OEM激活
	电脑主板里BIOS里含有特定品牌的字符串SLIC
操作系统里含有对应品牌的OEM证书文件
安装序列号为对应品牌的OEM Key
电脑开机时，只需要以上三者吻合就给予系统激活，不同联网

	KMS激活
	主要用于企业计算机的批量激活方式，VOL密钥，设置一个kms激活服务器，客户端电脑安装密钥，指定kms服务器即可，
特点：每180天得再激活一次

	电话激活
	SLUI  4，提供9组ID给电话机器人客服，获取8组确认ID即可激活

	数字证书激活
	联网自动激活，在云端微软的服务器上记录主板信息，就算重装系统，不用密钥也能联网自动激活（要求版本对应得上）

	模拟OEM激活
	伪造出OEM激活需要的几样文件，激活工具有：
CHEW-WGA      Windows 7 Loader      OEM7f7

	伪kms激活
	伪造kms激活服务器，模拟发送激活信息，激活工具有：
kmspico      kms10      HEU kms

	去除windows激活技术
	使用Remove WAT工具，对激活时钟文件实施暴力，使30天激活倒计时彻底停摆（系统不可更新）删除系统的WAT服务



激活渠道：
	Retail Channel
	零售

	Volume_MAK Channel
	批量授权，用MAK密钥激活

	Volume_KMSClient Channel
	批量授权，用KMS密钥激活

	OEM_COA_NSLP Channel
	OEM非锁定预装

	OEM_DM
	数字证书



MOLP微软开放式许可：
	VOL MAK
	Multiple Activation Key  多次重复激活

	VOL GVLK
	Generic Volume License Key  用于kms客户端的通用密钥

	VOL CSVLK
	Custom Service License Key  用于密钥管理服务主机的授权密钥

	OEM SLP
	System Locked Pre-installation  微软颁发给大的OEM厂商使用的离线激活密钥，需要通过bios的slic字段的验证

	OEM NONSLP
	Non SLP  微软颁发给小OEM厂商的与零售版类似，需在线激活

	OEM COA
	Certificate Of Authentication  是OEM电脑随机附带光盘的密钥，与零售版一样，在线激活

	OEM DM
	数字权利证书激活，OEM厂商的



SLIC（Software Licensing Internal Code）软件许可内部码




★修改OEM信息
新建文本文件，后缀为.reg（即注册表文件），内容如下：
Windows Registry Editor Version 5.00
[HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\OEMInformation]
"Manufacturer"="Lenovv"
"Model"="Z390-Cof"
"SupportPhone"="400-890-1234"
"SupportHours"="周一至周五 9:00~18:00"
"SupportURL"="https://xxxxxx.cn"
"Logo"="C:\logoxxx.bmp"
#只支持.bmp文件作为图标

保存，双击运行该文件，以管理员身份运行，即可注册
[image: ]




★Ghost系统修改SID（用户sid）
> cd  C:\Windows\system32\sysprep
C:\Windows\system32\sysprep>  sysprep.exe  /generalize  /oobe                #运行sysprep程序
或者双击该目录下的sysprep.exe，系统清理操作选“进入系统全新体验oobe”，勾选“通用”
[image: ]
点击确定，重启后要求重新输入密钥，重创建用户及密码

可用NewSID工具查看计算机的SID（仅查看，不要用该工具修改）
[image: ]
C:\Users\cof> whoami  /logonid                  #查看logon id
S-1-5-5-0-562111
C:\Users\cof> whoami  /user                     #查看到计算机的sid加上-用户的sid（3位或4位），加域后看到的为 域sid，而非本地计算机的sid
用户名     SID
========== ============================================
cof-pc\cof  S-1-5-21-349620914-433498934-4167119709-1001



★安装Office提示：此副本不能在运行终端服务的计算机上使用
原因是  计算机系统开启了"远程桌面会话主机服务"，删除此角色即可。
可以开启远程桌面登录服务，默认是只允许一个用户同时登录，服务器版本为2个用户。
可以用RDPwrap-v1.6.2工具解除连接限制，以实现远程桌面会话主机服务的目的。
或者是安装批量许可版本。



★Office激活查看
>cscript  "C:\Program Files\Microsfot Office\Office15\ospp.vbs"  /dstatus
>slmgr.vbs  -xpr  "SKU-ID"                                 #输入上面刚刚查看到的sku id

可以用Windows Toolkit工具查看Productkey和激活渠道




★关闭、禁止windows自动更新
1.服务中关闭
> services.msc →找到Windows Update服务→常规（禁用），恢复（无操作）

2.任务计划中关闭
> taskschd.msc →任务计划程序库→Microsoft→Windows→Windows Update 禁止所有项

3.组策略
> gpedit.msc →计算机配置→管理模板→Windows组件→Windows更新，右边：
    配置自动更新    已禁用
    删除使用所有windows更新功能的访问权限    已启用

4.注册表
> regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\UsoSvc
右边找到 Start          改属性十六进制值为4
         FailureActions  改第4行从左到右第5个01改为00

5.推迟检查更新时间设置为100年
HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\WindowsUpdate\UX\Settings
右侧新建类型为 reg_dword 名为 FlightSettingsMaxPauseDays 值为十进制 36500




★第4章、windows重置管理员账号密码
windows操作系统保存用户账号密码的文件为 C:\Windows\System32\config\SAM
重置密码或者清空密码时，就是直接操作这个文件，但当此文件在系统正常使用时是无权限修改的，一般是将要重置密码的服务器关机，然后插入PE系统的启动盘，从PE系统启动，到PE系统里使用相应的软件去修改原系统盘上的 \Windows\System32\config\SAM文件。有时由于特殊情况（比如此服务器为云上的虚拟机，无法挂载pe光盘）无法从pe系统启动，只能将虚拟机的磁盘取消挂载，再挂载到其他能登录的服务器上


★windows下重置
无论是win PE系统还是正式的windows系统，可以使用的重置密码软件有ntpwedit
官网： http://cdslow.org.ru/ntpwedit/
[image: ]
点击ntpwed07.zip进行下载，解压后里面有32位及64位的程序，可直接双击运行
[image: ]
也可放到PE系统里运行

①PE里可直接使用ntpwedit编辑原系统盘的\Windows\System32\config\SAM文件重置密码
②windows系统里，得把原系统盘拔下，插入其他电脑（windows）去重置，其他电脑运行ntpwedit软件，找到\Windows\System32\config\SAM文件去重置，此时这个原系统盘的盘符不再是C盘，得留意，选择相应的盘符



★linux下重置
linux下也有相应的工具软件可重置windows操作系统的密码：chntpw
官网： https://pkgs.org/download/chntpw
[image: ]
选择目标linux发行版本的软件包
[image: ]
选择下载二进制文件，复制url下载
https://li.nux.ro/download/nux/dextop/el7/x86_64/chntpw-0.99.6-22.110511.el7.nux.x86_64.rpm

下载后，传到centos7服务器里，直接安装即可
# yum  install  chntpw-0.99.6-22.110511.el7.nux.x86_64.rpm

linux上挂载windows系统盘时需要用到ntfs文件系统驱动，安装方法如下：
# yum  install  epel-release                 #安装epel的yum源
# yum  install  ntfs-3g     或者 yum  install  ntfsprogs

然后，把原系统盘拔下，插入其他电脑（centos7）去重置，其他电脑将原系统盘挂载到某目录下（如/mnt）再运行chntpw程序
# lsblk                    #查看分区情况，一般带有若干个小分区的100M,300M这些，这个磁盘就是windows系统盘
[image: ]
# mount  -t  ntfs-3g  /dev/sdb2  /mnt        #挂载NTFS分区（一般为较大的那个分区，不是100M，也不是300M这些小分区）
# ls  -l  /mnt           #查看里面是否有windows系统盘相关的目录，有即可开始操作

#先备份SAM密码文件
# cp  /mnt/Windows/System32/config/SAM  /mnt/Windows/System32/config/SAM.bak
# chntpw  -u  Administrator  /mnt/Windows/System32/config/SAM     #编辑SAM文件
Failed login count: 0, while max tries is: 0                #这个Failed不是报错，只是SAM文件里的相关信息
Total  login count: 4                                #此SAM文件里一共有4个账号
- - - - User Edit Menu:
 1 - Clear (blank) user password
 2 - Edit (set new) user password (careful with this on XP or Vista)
 3 - Promote user (make user an administrator)
(4 - Unlock and enable user account) [seems unlocked already]
 q - Quit editing user, back to user select
Select: [q] > 1                                 #选择1，清空密码
Password cleared!

Hives that have changed:
 #  Name
 0  </mnt/Windows/System32/config/SAM>
Write hive files? (y/n) [n] : y                      #输入y，保存更改
 0  </mnt/Windows/System32/config/SAM> - OK

如果要重置为新的密码，则：
- - - - User Edit Menu:
 1 - Clear (blank) user password
 2 - Edit (set new) user password (careful with this on XP or Vista)
 3 - Promote user (make user an administrator)
(4 - Unlock and enable user account) [seems unlocked already]
 q - Quit editing user, back to user select
Select: [q] > 2                               #选择2，设置新密码
New Password: newpasswdxx                  #输入新密码，屏幕上是显示的
Password changed!

Hives that have changed:
 #  Name
 0  <SAM.bak>
Write hive files? (y/n) [n] : y                   #输入y，保存更改
 0  <SAM.bak> - OK

#然后，取消挂载，将原系统盘插回原服务器，再开机即可无需密码进入系统
# umount  /mnt                               #取消挂载


★有时linux下无法重置SAM文件密码，可以将SAM文件复制到windows上使用ntpwedit64.exe工具去重置密码
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★第5章、网络相关操作
★网络诊断工具
①Ping
> ping  目的IP  -n 次数  -l 大小  -w 超时  -S 源IP              #超时为毫秒
# ping -6 表示使用ipv6
[image: ]

②Tracert
> tracert  -d  -h 跃点数  -w 超时  目标IP           #超时单位毫秒

③IPconfig
>ipconfig  /all                  #查看所有网卡配置情况
>ipconfig  /displaydns           #查看缓存的DNS解析
>ipconfig  /flushdns             #清空DNS解析缓存
>ipconfig  /registerdns           #向dns服务器注册本地ip
>ipconfig  /renew  网卡名       #重新获取dhcp分配的地址
>ipconfig  /release  网卡名      #释放dhcp分配的地址

④nslookup
>nslookup  xxx.com                              #获取域名的IP地址
>nslookup  -querytype=查询类型  xxx.com          #获取域名的指定记录值，查询类型：txt,ms,a,aaaa

⑤> route  print  -4                      #查看IPv4路由信息

⑥> nbtstat  -a  目标IP                   #查看目标IP的NetBios信息

⑦arp
>arp  -a                                #查看arp表
>arp  -s  10.1.1.1  xx-xx-xx-xx-xx-xx        #添加静态arp项
>arp  -d  10.1.1.1                        #删除静态arp项

⑧netstat
>netstat  -a                 #查看所有套接字连接
        -n                  #以数字形式显示地址和端口号
        -o                  #显示每个连接对应的进程ID
        -p  tcp或-p  udp    #只查看tcp或udp的连接




★网卡操作
①添加虚拟网卡
> hdwwiz           打开“添加硬件向导”→安装我手动从列表选择的硬件→网络适配器
选择网卡类型
VMware的在“编辑”→虚拟网络编辑器→添加虚拟网卡

②删除网卡
> devmgmt.msc      打开设备管理器→网络适配器→选中目标网卡→右击“卸载”

③CMD命令行里配置IP网关
以管理员身份运行cmd
> netsh  interface  ip  add  address  "网卡名"  10.1.1.1  255.255.255.0  10.1.1.254
> netsh  interface  ip  delete  address  "网卡名"  10.1.1.1  [gateway=10.1.1.254]

删除时若不写上gateway，则网关（默认路由）仍存在


注册表网卡配置
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parametes\Interfaces\Adapters
可根据ip信息去判断对应的哪个网卡




★路由操作
以管理员身份运行cmd
>route  print  [-4]                    #查看路由表
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接口列表下的数字，如15,12,21,11,1是网卡的序号
网卡序号后的0c 9d 92 0e 45 39等数字是网卡的mac地址
最后一字段是网卡名称
路由器表最后一字段跃点数表示路由优先级，超小越优先

>route  delete  0.0.0.0  0.0.0.0  192.168.0.1                       #删除默认路由
>route  add  10.1.1.0  mask  255.255.255.0  192.168.1.254          #添加静态路由
>route  add  目的网段  mask  子网掩码  下一跳IP  metric  230  if  15
#metric指定优先级为230，if指定出口为15号网卡

>route  -p  add/delete  ....               # -p表示永久生效，写入注册表中的




★添加静态DNS解析
C:\Windows\System32\drivers\etc\hosts 文件为本地域名解析文件
以管理员身份运行cmd，用命令追加一条dns解析条目：
> echo.>>  C:\Windows\System32\drivers\etc\hosts            #先追加一空行，echo后面有个小数点
> echo  10.1.1.1  xxx.com  >>  C:\Windows\System32\drivers\etc\hosts
# dns解析条目前后不能有引号""，一条一行
之所以用命令添加，是因为有时候无法直接编辑该hosts文件，用管理员身份运行也无法编辑。




★设置网卡dns服务器地址
以管理员身份运行cmd
> netsh  interface  ipv4  set  dns  以太网2  static  8.8.8.8  primary
> netsh  interface  ipv4  add  dns  以太网2  114.114.114.114  index=2
> netsh  interface  ipv4  add  dns  以太网2  223.5.5.5  index=3


查看：
> netsh  interface  ip  show  dns  以太网2 
接口 "以太网2" 的配置
    静态配置的 DNS 服务器:            8.8.8.8
                                       114.114.114.114
                                       223.5.5.5
    用哪个前缀注册:                   只是主要




★修改TTL值
> regedit                #在注册表里修改
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters
右边新建DWORD32bit类型，名为DefaultTTL 值为自己设置的ttl，十进制1~255
重启生效



★网卡MTU设置
>netsh  interface  ipv4  show  subinterfaces             #查看mtu及流量
>netsh  interface  ipv4  set  subinterface  "网卡名"  mtu=1500  store=persistent      #该mtu含ip头部
注册表上改：
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters\Interfaces\
在Interfaces下有多个子项，分别点击查看ipaddress
找到目标IP的那个子项，右边新建 DWORD型数据，名为MTU，值为1500自定义的



★修改ARP老化时间
> regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters
右边新建名为 ArpCacheLife类型为DWORD，值为120秒自定义的
右边新建名为ArpCacheMinReferencedLife类型为DWORD，值为600秒自定义
如果一个arp缓存在120秒内被用到，则其期限再延长120秒，直到最大生命600秒。
不管在600秒最大生命内是否被访问到，到了600秒时间都会删除该缓存，再重新获取



★修改系统的DNS缓存时间
Windows系统的DNS缓存时间默认为86400秒（24小时）
>regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Dnscache\Parameters
创建DWORD的MaxCacheTtl             #值为自定义的时间，秒
创建DWORD的MaxNegativeCacheTtl     #值为（dns缓存的否定回答超时），秒

> services.msc      #查看DNS Client （dns cache服务）是否开启，建议不要关闭




★修改NTP服务器地址
> regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\W32Time\Parameters
找NtpServer项，值为ntp服务器域名或ip加,0x1（默认为time.windows.com,0x9）多个服务器之间用空格隔开
如：  cn.pool.ntp.org,0x1 hk.pool.ntp.org,0x1

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\W32Time\TimeProviders\NtpClient
找SpecialPoolInterval项，值为poll间隔时间，秒
找Enabled项，值1表示启用ntp客户端

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\W32Time\TimeProviders\NtpServer
找Enabled项，值1表示启用ntp服务端，自己做ntp服务器，给其他客户端提供时间服务

HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\W32Time\Config
找AnnounceFlags项，表示层级stratum
找UpdateInterval项，改为5


★ntp客户端NetTime
可以使用可视化的客户端时间服务，比如NetTime
官网：  http://www.timesynctool.com/
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★端口转发（仅tcp）
> netsh  interface  portproxy  show  v4tov4             #查看端口转发
> netsh  interface  portproxy  add  v4tov4  listenport=12001  listenaddress=0.0.0.0  `
connectport=3389  connectaddress=10.1.1.4
#创建端口转发，监听12001，转到后端10.1.1.4:3389

>netsh  interface portproxy  delete  v4tov4  listenport=12001  listenaddress=0.0.0.0
#删除一条端口转发




★开启snmp管理
> control        →程序→启用或关闭windows功能→添加“简单网络管理协议”
> appwiz.cpl     →打开或关闭windows功能→添加“简单网络管理协议”
> services.msc   →找SNMP service服务，双击→“安全”选项卡→添加社区名称xxxx
→接受来自下列主机的SNMP数据包下面添加IP（管理站的IP）


win10和win2019的1809及以上版本要使用PowerShell安装：
PS> Get-WindowsCapability  -Online  -Name  "SNMP*"
PS> Add-WindowsCapability  -Online  -Name  "SNMP.Client~~~~0.0.1.0"

> services.msc     →找到 SNMP服务，双击进入，点击“安全”选项卡：
添加社区名称（团体字）
接受来自下列主机的SNMP数据包



★查看连接过的wifi密码
> netsh  wlan  show  profile  name="wifi-Namexx"  key=clear
在“安全设置”的关键内容下面




★IPC$共享
> net  share                                      #查看共享的文件夹或资源，$表示隐藏的共享
没开启windows自带的防火墙时，无需密码也能连接这些共享
IPC$ 使用139，445端口，应当关闭

关闭139端口：选中网卡→属性→TCP/IPv4协议→高级→WINS→NetBIOS设置→禁用

> net  share  C$  /del                             #删除共享，临时的，重启系统后又有了
> net  share  D$  /del

> net  use  \\IP地址\共享名  "密码"  /user:"用户名"
> net  use  Z:  \\x.x.x.x\C$                         #将远程主机的C盘共享映射成本机的Z：盘
> net  use  \\x.x.x.x\共享名  /del                    #断开共享的连接

> shutdown  -r  -m  \\x.x.x.x  -t  0                  #远程关机，前提是先连接IPC$

注册表永久关闭某些默认的共享：
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\lanmanserver\parameters
右边创建AutoShareServer    REG_DWORD    0x0             #C$，D$
AutoShareWks      REG_DWORD    0x0             #ADMIN$
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\Lsa
右边改 restrictanonymous  REG_DWORD     0x0为缺省
                                         0x1为匿名用户无法列举用户列表
                                         0x2为匿名用户无法连接本机IPC$共享
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\NetBT\Parameters
右边新建 SMBDeviceEnabled    REG_DWORD    0




★关闭LLMNR服务5355端口
LLMNR本地链路多播名称解析服务，5355
> gpedit.msc →计算机→策略→管理模板→网络→DNS客户端→关闭多播名称解析：启用

无组策略的：
> regedit
HKEY_LOCAL_MACHINE\SOFTWARE\Policies\Microsoft\Windows NT\DNSClient
右创建  DWORD类型，名为  EnableMulticast  值为0


★虚拟机关闭网卡TaskOffLoad
如果底层物理机不支持虚拟网卡的taskOffLoad功能，则需要关闭虚拟机系统里的网卡taskOffLoad功能
> regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Services\Tcpip\Parameters
右创建 DWOR类型，名为 DisableTaskOffload  值为1


★设置系统http_proxy变量
PS> [Environment]::SetEnvironmentVariable("HTTP_PROXY","http://user:passwd@ip:port/",[EnvironmentVariableTarget]::Machine)

取消（设置为空即可）
PS> [Environment]::SetEnvironmentVariable("HTTP_PROXY",$null,[EnvironmentVariableTarget]::Machine)



★win system进程占用了443端口
可能由RRAC Routing and Remote Access服务占用的






★TCP连接超时问题
①TCP建立连接（三次握手）
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仅2个超时：
SYN_SENT（TCPinitialRTT）等对方回ACK, SYN
SYN_RCVD 等发起方回复最后一个ACK


②TCP双向关闭（四次挥手）
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5个超时：
	FinWait_1
	（KeepAliveInterval）windows默认1秒；linux开始1秒，重试依次翻倍

	CloseWait
	（KeepAliveTime）windows及linux默认2小时

	FinWait_2
	（TCPFinWait2Delay）windows默认240秒，

	LastAck
	（KeepAliveInterval）同FinWait_1

	TimeWait
	（默认2倍MSL时间）MSL时间（Maximum Segment Lifetime），报文最大生存时间，根据操作系统而异：windows 120秒，Linux 60秒，Unix 30秒





Windows系统 TCP超时
	KeepAliveInterval
（Finwait_1, LastAck）
	HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\Tcpip\Parameters
缺省1000毫秒

	KeepAliveTime
（CloseWait）
	HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\Tcpip\Parameters
缺省7200 000毫秒，2小时（建议设置300000五分钟）

	TCPFinWait2Delay
（FinWait_2）
	HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\Tcpip\Parameters
缺省240秒（可设置范围30~300）

	TcpTimedWaitDelay
（TimeWait）
	HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\Tcpip\Parameters
缺省240秒（可设置范围30~300）

	TcpMaxConnectRetries
	建议3次

	TcpMaxDataRetransmissions
TcpMaxDataRetries
	建议3次

	TCPInitialRTT
	SYN连接超时，默认3秒







★Putty会话保存
putty保存的会话位于注册表里
> regedit
HKEY_CURRENT_USER\Software\Simon Tatham\Putty\Sessions




★PsExec远程执行命令
PsExec.exe是微软Sysinternals套件中的核心工具，由Mark Russinovich开发，能够在远程Windows计算机上执行命令、启动进程，甚至打开交互式控制台，无需安装客户端软件（依赖Windows远程管理服务和文件共享），是运维人员远程管理Windows主机的常用工具

官方下载地址：  https://learn.microsoft.com/zh-cn/sysinternals/downloads/psexec
https://download.sysinternals.com/files/PSTools.zip
只需将PsExec.exe复制到可执行文件路径即可，执行psexec会显示其使用语法


#前提条件
在使用 PsExec 前，需确保本地和远程主机满足以下条件，否则会出现连接失败、访问被拒等问题
1. 网络与权限要求
管理员权限：本地运行PsExec的账户必须是远程主机的管理员组（Administrators）成员（普通账户无权限执行）
网络可达：本地与远程主机处于同一网络，且能ping通
文件共享开启：远程主机需开启Server服务（文件和打印机共享），允许访问 ADMIN$ 共享（PsExec依赖此共享复制文件）
防火墙放行：远程主机防火墙需放行以下端口：
TCP 445（SMB，文件共享）、TCP 135（RPC）；或直接放行 文件和打印机共享、远程服务管理 相关规则。
[image: ]

2. 远程主机配置
（1）启用管理员账户（若被禁用）
> net  user  administrator  /active:yes         # 启用内置管理员账户
> net  user  administrator  新密码            # 设置密码（可选）

（2）关闭UAC远程限制
远程管理员账户默认受UAC限制，需修改注册表关闭
# 远程主机上执行，新建注册表项
> reg  add  "HKLM\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System"  /v  `
LocalAccountTokenFilterPolicy  /t  REG_DWORD  /d  1  /f          #修改后无需重启，立即生效

（3）确保远程注册表服务运行
# 远程主机上执行
> net  start  RemoteRegistry                    #启动远程注册表服务（PsExec部分功能依赖）
> sc  config  RemoteRegistry  start= auto         #设置为自动启动（可选）


命令参数说明：
	参数
	说明

	-a
	使用逗号分隔应用程序可以在上面运行的处理器，其中 1 是编号最低的 CPU。 例如，若要在 CPU 2 和 CPU 4 上运行应用程序，请输入：“-a 2,4”

	-c
	将指定的可执行文件复制到远程系统以执行。 如果省略此选项，则应用程序必须位于远程系统上的系统路径中。

	-d
	不要等待进程终止（非交互式）。

	-e
	不要加载指定帐户的配置文件。

	-f
	复制指定的程序，即使文件已存在于远程系统上。

	-i
	运行程序，使其与远程系统上指定会话的桌面进行交互。 如果未指定会话，则进程在控制台会话中运行。 当尝试以交互方式运行控制台应用程序（使用重定向的标准 IO）时，需要此标志。

	-h
	如果目标系统为 Vista 或更高版本，则使用帐户的提升令牌（如果可用）运行进程。

	-l
	以受限用户身份运行进程（删除 Administrators 组，并仅允许分配给 Users 组的权限）。 在 Windows Vista 上，进程以低完整性运行。

	-n
	指定连接到远程计算机的超时时间（以秒为单位）。

	-p
	指定用户名的可选密码。 如果省略此内容，系统将提示你输入隐藏密码。

	-r
	指定要创建或与之交互的远程服务的名称。

	-s
	在系统帐户中运行远程进程。

	-u
	指定登录远程计算机的可选用户名。

	-v
	仅当指定文件的版本号较高或比远程系统上的版本号新时，才复制指定文件。

	-w
	设置进程的工作目录（相对于远程计算机）。

	-x
	在 Winlogon 安全桌面上显示 UI（仅限本地系统）。

	-priority
	指定 -low、-belownormal、-abovenormal、-high 或 -realtime，以便以不同的优先级运行进程。 使用 -background 在 Vista 上以低内存和 I/O 优先级运行。

	\\hostname或ip
	指示PsExec在指定的远程计算机上运行应用程序。如果省略计算机名称，PsExec将在本地系统上运行应用程序，如果指定通配符(\\*)，PsExec 将在当前域中的所有计算机上运行命令。

	@file
	PsExec 将在文件中列出的每台计算机上执行命令。

	-accepteula
	此标志禁止显示许可证对话框。

	-nobanner
	此标志会消除启动横幅和版权消息

	CMD命令
	要执行的应用程序的名称。

	arguments
	要传递的参数（请注意，文件路径必须是目标系统上的绝对路径）。



使用示例：
> psexec.exe  -accepteula  -nobanner  \\10.99.1.12  -u  Administrator  -p  passwdxx  -s  powershell  -c  "pwd"
Path
----
C:\Windows\system32

powershell exited on 10.99.1.12 with error code 0.

> psexec.exe  -accepteula  -nobanner  \\10.99.1.12  -u  Administrator  -p  passwdxx  -s  cmd  /c  dir




★第6章、远程桌面服务操作


★windows桌面版本-开启远程桌面




★windows server版本-开启远程桌面
> gpedit.msc
#配置远程桌面相关策略
允许多个用户同时远程登录计算机（加授权）
*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→连接
限制连接的数量                                    允许的RD最大连接数   100
将远程桌面服务用户限制到单独的远程桌面服务会话    已启用     #一个用户只能开一个会话
为远程桌面服务用户会话远程控制设置规则            已启用  不经用户授权完全控制

远程桌面会话时间限制
*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→会话时间限制
设置活动但空闲的远程桌面服务会话时间限制        已启用 2小时（到时断开）
设置活动的远程桌面服务会话的时间限制            已启用  活动会话限制：从不
设置已中断会话的时间限制                        已启用 1天（到时结束会话）
默认情况下远程桌面服务允许用户断开会话而不注销和结束会话，会话处于断开状态时，用户运行的程序仍保持活动。

启动远程桌面服务
*计算机→管理模板→Windows组件→远程桌面服务→远程会话主机→连接
允许用户通过使用远程桌面服务进行远程连接       已启用
*计算机→策略→Windows设置→安全设置→高级安全Windows防火墙
入站规则：        添加→预定义：允许“远程桌面”服务入站




#安装远程桌面服务
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重启系统




#web申请许可证服务器ID及密钥包ID
cmd> LicMgr.msc                    #打开远程桌面授权管理器
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记下 产品ID： 00252-80027-74007-AT023
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浏览器访问： https://activate.microsoft.com/
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输入产品ID和公司名test
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许可证服务器ID： K3K72-WXYH7-QMBTT-V2GXF-K4R67-M37PM-JGD9H    点击“是”
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许可证服务器ID： K3K72-WXYH7-QMBTT-V2GXF-K4R67-M37PM-JGD9H
许可证密钥包ID： DY86H-VQJ7F-W7RKB-D89T2-YF3W2-FBBWF-97W3Q



#激活远程桌面授权服务器
cmd> LicMgr.msc                    #打开远程桌面授权管理器
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#配置远程桌面会话主机授权服务器

*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→授权
设置远程桌面授权模式                按用户
使用指定的远程桌面许可证服务器      安装了远程桌面授权服务器的服务器地址（本例中为当前服务器ip）
#加了域的主机，仅允许网络级别身份验证的远程桌面的计算机连接，所以RDP客户端计算机要求也要在域中，如果不在域中，那么服务端计算机要安装远程桌面服务的“远程桌面会话主机”角色，并指定授权服务器

cmd> lsdiag.msc                    #打开远程桌面授权诊断器
[image: ]

[image: ]
[bookmark: _GoBack]



★mstsc证书更换
非加域版：
1.申请ssl证书，用 .pfx格式
2.导入证书，本地计算机
3.win+R，输入 mmc 打开管理控制台→文件→添加/删除管理单元
右侧选中“证书”→添加，用“计算机帐户”→本地计算机，完成
4.点“证书”→个人→右击“所有任务”→导入.pfx→根证书类型→自动选择证书存储
5.在已导入的证书上右击→所有任务→管理私钥→安全，添加NETWORK_SERVICE用户的读权限
6. > regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\Terminal Server\WinStations\RDP-Tcp
右侧创建 Reg_binary类型，名为 SSLCertificateSHA1Hash 值为目标证书的指纹
右侧SelfSignedCertificate为默认的证书指纹，自签名的，在certmgr.msc里没有




★更改远程桌面端口号3389
> regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\Terminal\Server\WinStation\RDP-Tcp
右边找 PortNumber 值改为自定义的23389
重启远程桌面服务（Remote Desktop Services）
客户端远程时填写  x.x.x.x:23389




★Windows允许多用户同时远程登录
WindowsXP和Vista和Windows 7这几个可以使用Universal Termsrv.dll Patch通用补丁，以管理员身份运行UniversalTermsrvPath-x64.exe，点击破解，重启系统即可
更高版本的windows可以用RDPwrap工具




★使用RDCman.exe远程连接时提示：拒绝请求的会话访问
RDCman上 右击目标主机→属性→连接设置→取消勾选Connect to console
                       #Properties→Connection settings




★远程连接报错：出现了内部错误
[image: ]
> gpedit.msc    打开组策略管理
计算机配置→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→安全
右侧找：  远程(RDP)连接要求使用指定的安全层，已启用，安全层选择“RDP”
[image: ]
再次远程连接，会提示：无法验证此远程计算机的身份，是否仍要连接？点击“是”
[image: ]



★windows10远程连接报错：出现身份验证错误，要求的函数不受支持
这可能是由于CredSSP加密数据库修正
[image: ]
浏览器查阅： https://go.microsoft.com/fwlink/?linkid=866660

原因是windows 10更新了KB4107755补丁
需要在客户端新增一个注册表配置项：
计算机\HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\CredSSP\Parameters
没有的目录则新建项，再新增 DWORD 32位，名称： AllowEncryptionOracle  ，值为 2
[image: ]
然后就可以了



★mstsc删除ip记录
> regedit
HKEY_CURRENT_USER\Software\Microsoft\Terminal Server Client\Default
右边删除不需要记录的ip




★第7章、磁盘分区启动项操作
★diskpart磁盘分区操作
在windows安装界面，按下Shift + F10 进入cmd
> diskpart                        #进入diskpart交互界面
> list  disk                       #列出所有磁盘
> select  disk  0                 #选择第0号磁盘
> list  partition                   #列出第0号磁盘的所有分区
> select  partition  1             #选择分区1
> detail  partition                 #查看分区详细信息
[image: ]
> set  id=07  override            #设置分区类型，07为NTFS

> list  disk
> select  disk  1
> clean                          #清空分区表
> convert  mbr                   #转为mbr分区，convert gpt 为GPT分区类型



★关闭磁盘开机自检
重启/开机时磁盘自检是因为 磁盘有坏道，暂时的解决方法：
1.开机时屏蔽检测该磁盘（如C盘），以管理员身份进入cmd
> chkdsk  /x  C
2.取消所有的磁盘开机自检，以管理员身份进入cmd
> chkntfs  /t:0
3.修改注册表
> regedit
HKEY_LOCAL_MACHINE\SYSTEM\CurrentControlSet\Control\Session Manager
右边找BootExecute    将其值清空，重启电脑生效
4.修复坏道




★连接NFS、SMB共享
★连接NFS
要安装客户端，
> appwiz.cpl    →启用或关闭windows功能→NFS服务
cmd> mount  \\10.1.1.1\nfsShare  x:         #挂载远程的nfs共享文件夹到本地的x:
然后用资源管理器查看X：盘里的文件
cmd> umount  x:                           #取消挂载
windows客户端修改uid：
> regedit
HKEY_LOCAL_MACHINE\Software\microsoft\ClientForNFS\CurrentVersion\Default
增加：    DWORD    AnonymousUid    值为自定义
          DWORD    AnonymousGid    值为自定义


★连接SMB（cifs）
Win+R输入 \\10.1.1.2\shareName           #输入用户名和密码后，和FTP差不多，也可挂载到某个盘符上详见第5章的“IPC$共享”




★创建bcd启动菜单
创建一个不运行Hyper-V的启动菜单项
>bcdedit  /copy  {current}  /d  "Windows 10 no Hyper-V"            #以现有的为基础
#提示已将该项成功复制到{fe08xxxxxxxxx}
>bcdedit  /set  {fe08xxxxxxxx}  hypervisorlaunchtype  Off            #设置bcd菜单项

>bcdedit  /delete  {fe08xxxxxx}            #删除
>bcdedit  /enum                          #查看
可用BootICE工具





★第8章、windows开机启动项
★Windows开机启动项位置
这个所谓的开机启动项，并不是随开机启动的，而是只有用户登录时（开启一个console连接会话时）
才会启动目标程序
C:\Users\用户名\AppData\Roaming\Microsoft\Windows\Start Menu\Programs\Startup           #个人
C:\ProgramData\Microsoft\Windows\Start Menu\Programs\Startup                            #全局
其他的启动项可能写入注册表了，需要用Autoruns工具查看



★SC服务管理（Service Control）
> sc  query  服务名称                    #查询服务状态
> sc  stop  服务名称                     #停止服务
> sc  start  服务名称                     #启动服务
> sc  continue  服务名称                 #恢复暂停状态的服务
> sc  delete  服务名称                    #删除服务
> sc  config  服务名称  start=auto                #设置服务启动类型，自动
                       start=demand             #手动
                       start=disabled             #禁用

创建服务：
> sc  create  服务名称  binpath="C:\path\to\xxx.exe  -p  参数"  type=share  `
start=auto  displayname="xxxx" [depend=RpcSs/EventSystem/Tcpip]
# type=share/own/kernel
> net  start  服务名称                           #
> sc  description  服务名称  "注释，描述"         #

#建议使用nssm工具把exe程序做成服务



★nssm创建windows系统服务
[image: ]
nssm（Non-Sucking Service Manager）可把.exe程序做成windows系统服务
下载地址： https://nssm.cc/download
在nssm.exe所处目录打开shell,cmd，以管理员身份运行
> nssm.exe  install  服务名           #打开GUI，进行服务配置
> nssm.exe  edit  服务名             #编辑
# 先停止服务，再删除服务
> nssm.exe  stop  服务名
> nssm.exe  remove  服务名




★第9章、用户桌面个性化操作
★去除桌面图标的左下角的小箭头
桌面上的程序图标 其实只是该程序的一个快捷方式（链接），链接文件的图标是带有一个小箭头的，要想去掉该箭头，可以修改注册表
> regedit
HKEY_CLASSES_ROOT\lnkfile
右边选中 IsShortCut  删除该项即可（该项数据类型为REG_SZ字符串，默认值为空）
重启系统生效


★开机后用户自动登录进入桌面
①未加域的
> netplwiz            →选中目标用户，取消勾选：
要使用本计算机，用户必须输入用户名和密码
点击应用，输入密码，确定

②加域的
> regedit
HKEY_LOCAL_MACHINE\Software\Microsoft\WindowsNT\CurrentVersion\Winlogon
右边找    AutoAdminLogon     (RegSZ)    值为1(自动登录)，0为手动登录
          DefaultDomainName  (RegSZ)    cof.com （也可用COF  wins名称）
          DefaultUserName    (RegSZ)     coflee
          DefaultPassword     (RegSZ)     passxxx
重启系统即可



★Win 8.1开机后直接进入桌面
右击桌面下的任务栏→属性→导航→“开始屏幕”→勾选第一项
重启生效


★win10去除无法连接到网络黄色感叹号
> regedit
HKEY_LOCAL_MACHINE\Software\Policies\Microsoft\Windows\Network Connections
右边创建       DWORD    名为 NC_DoNotShowLocalOnlyIcon    值为 1



★不在“快速访问”中显示最近使用的文件
Win+E 打开“资源管理器”→点击菜单栏上的View（查看）→菜单栏最右边出现“选项”→点击“更改文件夹和搜索选项”→常规下的 隐私下：→取消勾选以下2项
  在快速访问中显示最近使用的文件
  在快速访问中显示常用文件夹



★打开“文件资源管理器”时不打开“快速访问”
Win+E 打开“资源管理器”→点击菜单栏上的View（查看）→菜单栏最右边出现“选项”→点击“更改文件夹和搜索选项”→常规下的 第一行：
       打开文件资源管理器时打开 此电脑



★关闭“文件资源管理器”搜索记录
> gpedit.msc
用户配置→管理模板→Windows组件→文件资源管理器  右边的：
    在文件资源管理器搜索框中关闭最近搜索条目的显示        已启用




★个性化标题栏颜色
windows 10默认标题栏颜色为白色，不易区分当前窗口是哪个窗口
桌面右击→修改化→颜色
选取一种颜色，勾选“标题栏和窗口边框”
[image: ]
效果如下：
[image: ]



★任务栏显示设置（时间/输入法）
①时间框不显示日期
原因是日期太长了，显示不出来，将日期格式改短
[image: ]

[image: ]
点击时间，弹出的时间面板下面，点击“日期和时间设置”
[image: ]
区域→更改数据格式
[image: ]
然后就显示日期了：
[image: ]

②有时候不显示输入法信息，没有输入法的小图标
打开设置→个性化→打开或关闭系统图标
[image: ]
打开输入指示
[image: ]
于是有输入法图标了：
[image: ]




★关闭自动调节屏幕亮度
①系统层面
设置→系统→电源和睡眠→其他电源设置：关闭自动调节亮度

②显卡驱动层面
Win键，找到 英特尔显卡控制面板
[image: ][image: ]
[image: ]



★关闭IE的自动检测源和网页快讯更新
> inetcpl.cpl
打开Internet选项→内容（下面的“源和网页快讯”）→设置→取消勾选“自动检查源和网页快讯的更新”

在taskschd.msc里有 User_Feed_Synchronization 任务，就是“自动检查源..更新”创建的，
触发 system32\msfeedssync.exe  sync



★用户配置文件夹C:\Users\%username%
> regedit
HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows NT\CurrentVersion\ProfileList\
在下面找相应用户的sid，改配置目录



★OutLook邮箱客户端
*使用IMAP时
邮件默认存放地址 C:\Users\用户名\AppData\Local\Microsoft\Outlook\邮箱地址.ost
关闭outlook后，可用Advanced Exchange Recovery工具转为.pst数据文件
前提是邮箱服务器可用，
最好是用outlook导出为.pst文件
*使用POP3时
邮件默认存放地址 C:\Users\用户名\Documents\Outlook文件\邮箱地址.pst
.pst文件可直接导入/打开（用outlook）





★关闭快速启动
> control  →控制面板→所有控制面板项→电源选项→选择电源按钮的功能
[image: ]
[image: ]
点击“更改当前不可用的设置”
[image: ]

[image: ]
最后保存修改





★第10章、系统安全相关设置
★关闭Windows Defender
>gpedit.msc                    #打开“本地组策略编辑器”
计算机配置→管理模板→Windows组件→Windows Defender
右边“关闭Windows Defender”→右击编辑“已启用”

卸载：可使用WindowsDefenderRemoveScript工具，以管理员身份运行Uninstall.cmd



★关闭MSE（microsoft security essentials）
Microsoft  Security  Essentials
1.开机不自启
> msconfig →启动→启动项里打开Microsoft Security Essentials，取消勾选
2.程序里设置不启用保护
双击运行 C:\Program Files\Microsoft SecurityClient\msseces.exe
设置→实时保护：关
3.或者直接appwiz.cpl里卸载该软件



★IE提示有风险不能下载
> inetcpl.cpl →高级→找到安全下面的“启用Smartscreen筛选器”，取消勾选




★开启BitLocker
> gpedit.msc
计算机配置→管理模板→Windows组件→BitLocker驱动器加密
右侧：启动时需要附加身份验证
[image: ]

[image: ]

[image: ]

[image: ]

[image: ]

[image: ]
[image: ]

[image: ]

[image: ]

[image: ]
保存后，就可进行下一步操作
[image: ]

[image: ]

[image: ]
[image: ]

[image: ]

[image: ]

[image: ]

[image: ]


取消bitLocker
[image: ]

[image: ]




★创建系统还原点
> control  system
[image: ]

[image: ]

[image: ]
[image: ]

[image: ]

[image: ]

恢复到某个还原点：
> control
[image: ]
[image: ]
[image: ]
[image: ]
[image: ]
[image: ]




★第11章、cmd命令行常用操作
★文件目录操作（命令行）
> dir                             #列出当前目录下所有文件
> type  file.txt                   #查看文本文件内容
> copy  src   dest               #复制文件
> copy  C:\xxx.file  D:\           #复制到D盘根目录下
> del  xxx.file                    #删除文件
> more  file.txt                   #查看前几行
> move  src  dest                #移动文件
> mkdir  dirxx                    #创建目录
> rd  /s/q   dirxx                 #删除目录



★windows复制文件保留原属性
以管理员身份运行：
> Robocopy  D:\src\  E:\dst\  /DCOPY:T  /COPYALL  /E  /R:0
/DCOPY:T            #保留文件原始时间戳
/COPYALL            #复制所有属性，等效于 /COPY:DATSOU
              /COPY:   D    数据
              /COPY:   A    属性
              /COPY:   T    时间戳
              /COPY:   S    NTFS ACL安全组
              /COPY:   O    所有者信息
              /COPY:   U    审核信息
/E               #递归方式，包含空目录
/R:0             #不重试锁定的文件，因为默认重试100万次



★shutdown定时关机
>shutdown  -s           #关闭计算机
>shutdown  -r           #重启
>shutdown  -t  10       #-t指定时间，单位秒，可配合 -s ，-r
>shutdown  -f           #强制
>shutdwon  -a          #取消定时关机/重启
例：
>shutdwon  -s  -t  1    #1秒后强制关机




★certutil文件hash校验
> certutil  -hashfile  D:\文件  MD5                # SHA1,SHA256


★certutil下载文件
> certutil  -urlcache  -split  -f  http://10.99.1.3:88/test2/index.html  C:\test\index.html



★进程查看
> netstat  -ano  | findstr   80
> tasklist  | findstr  nginx                #查看进程
> taskkill  /im  程序名称   -f             #结束进程
> taskkill  -pid  进程id   -f              #结束进程



★wmic查看计算机信息
>wmic  bios  get  Manufacturer,Name      #查看Bios版本型号
>wmic  bios  get  SerialNumber           #查看bios序列号
>wmic  bios  get  ReleaseDate            #查看bios出厂日期
>wmic  bios  get  version                 #查看bios版本，品牌
>wmic  bios  get  biosversion             #查看bios版本，品牌

>wmic  computersystem  get  domain,name    #查看域，计算机名

>wmic  cpu  get  caption          #查看cpu信息
>wmic  cpu  get  name            #查看名称Inter Core TM i5.8400 xxx@2.8Ghz
>wmic  cpu  get  numberofcores    #查看cpu核心数
>wmic  cpu  get  datawidth        #位宽

>wmic  desktopmonitor  get  screenwidth,screenheight    #查看屏幕分辨率

>wmic  diskdrive  get  caption,InterfaceType,Size         #硬盘型号，接口类型，容量（字节

>wmic  memphysical  get  maxcapacity    #查看支持的最大内存（字节）

>wmic  os  get  caption                 #查看操作系统版本

>wmic  BaseBoard  get  SerialNumber    #查看主板序列号（和bios序列号不同）
>wmic  BaseBoard  get  manufacturer    #查看主板厂商，品牌
>wmic  BaseBoard  get  product         #型号，平台




★查看登录的用户
>whoami                         #查看当前用户名
>whoami  /user                   #查看用户名及uid（sid+xxx）
>query  user                     #查看当前登录到系统的所有用户
>qwinsta  /server:10.1.1.1         #查看目标主机上的登录会话
>rwinsta  /server:10.1.1.1  3       #强制结束目标会话，3为会话ID

> net  user                #查看系统的所有用户
> logoff  <id>              #踢出某个用户




★dism映像操作
> dism  /Get-WimInfo  /WimFile:D:\path\to\install.wim               #查看镜像里的各个版本信息
> dism  /Mount-Image  /ImageFile:D:\path\to\install.wim  /index:4  /MountDir:E:\temp\mount    #将索引4的映像装载至E:\temp\mount路径下

> dism  /Image:E:\temp\mount  /Add-Driver  /Driver:C:\drivers\mydriver.inf      #将指定的驱动添加至映像中
> dism  /Image:E:\temp\mount  /Add-Driver  /Driver:C:\drivers  /Recurse       #装载指定文件夹下的所有驱动，如果需要加载未签名的驱动程序，则需添加 /ForceUnsigned参数
> dism  /image:E:\temp\mount  /get-drivers                   #查看加载的所有第三方驱动列表

> dism  /Image:C:\test\install.wim  /Remove-Driver  /Driver:OEM1.inf  /Driver:OEM2.inf       #从映像中删除指定的驱动

> dism /image:E:\temp\mount  /add-package  /packagepath:"WinPE-HTA.cab"      #将指定的cab添加到映像中

> dism  /Unmount-Image  /MountDir:E:\temp\mount /Commit           #保存更改并卸载映像


当卸载失败或者挂载时命令窗口关闭导致挂载目录中有残留文件和目录时，可以使用以下命令清除状态。否则可能影响下一次挂载：
> dism  /cleanup-mountpoints

> dism  /online  /get-drivers                 #在系统下获取安装的第三方驱动信息
> dism  /Cleanup-wim                       #删除与已损坏的已安装WIM映像关联的资源



★第12章、powershell
★PowerShell介绍
# PowerShell与CMD的区别
	特性
	Powershell
	CMD

	输出类型
	.NET对象（可直接操作属性）
	纯文本（需手动解析）

	语法规范
	动词-名词   （如 Get-Process）
	无统一规范，直接调的系统工具命令

	脚本能力
	完整的编程语言特性（循环，函数）
	简单的批处理语法（for  if）

	.NET集成
	原生支持，可调用.NET类
	不支持

	跨平台支持
	7.0+支持windows/macos/linux
	仅支持windows




powershell各版本发布时间：
	版本
	发布时间
	说明

	powershell 1.0
	2006年11月
	首个powershell版本，作为windows vista、XP sp2、windows server 2008等系统的可选组件安装，提供129条基础命令

	powershell 2.0
	2009年8月
	集成于windows 7和windows server 2008 R2；引入Remoting远程控制、模块支持、后台任务

	powershell 3.0
	2012年12月
	随windows 8和windows server 2012推出，支持模块自动加载，命令达1000多条；增加workflow、计划任务、CIM等特性

	powershell 4.0
	2013年
	集成到windows 8.1和windows server 2012 R2

	powershell 5.0
	2016年2月24日
	作为WMF 5.0的一部分发布，默认安装在windows 10和windows server 2016（早期版本）

	powershell 5.1
	2016年8月2日
	随windows 10周年更新发布，后续成为windows server 2019默认版本，也是windows专属版本的重要稳定版；内置于windows 10系统，是最后一代基于.NET Framwork的版本

	powershell 6.0
	2018年1月20日
	标志着powershell进入跨平台时代，支持windows/linux/macos系统

	powershell 7.0
	2020年3月4日
	取消Core后缀命名，新增管道并行化，三元运算符等功能，基于.NET Core 3.0构建

	powershell 7.4
	2023年11月16日
	基于.NET 8，性能与兼容性持续提升，支持原生容器场景






★各windows系统自带powershell版本
	系统版本
	powershell版本
	说明

	windows Vista
	1.0
	作为可选组件，需手动安装，非默认预装

	windows 7
	2.0
	

	windows 8
	3.0
	

	windows 8.1
	4.0
	

	windows 10
	5.0（初始版）
	开启自动更新后会自动升级到5.1版本

	windows 11
	5.1
	出厂即预装5.1版本

	
	
	

	windows server 2008
	1.0
	作为可选组件，需手动安装，非默认预装

	windows server 2008 R2
	2.0
	

	windows server 2012
	3.0
	

	windows server 2012 R2
	4.0
	基础自带4.0版本，可升级至5.1版本

	windows server 2016
	5.1
	早期镜像为5.0，后续更新镜像默认预装5.1版本

	windows server 2019
	5.1
	

	windows server 2022
	5.1
	



cmd> powershell  -c  "$PSVersionTable"
Name                           Value
----                           -----
PSVersion                      5.1.19041.2673
PSEdition                      Desktop
PSCompatibleVersions           {1.0, 2.0, 3.0, 4.0...}
BuildVersion                   10.0.19041.2673
CLRVersion                     4.0.30319.42000
WSManStackVersion              3.0
PSRemotingProtocolVersion      2.3
SerializationVersion           1.1.0.1
cmd> powershell  -c  "$PSVersionTable.PSVersion.Major.ToString() + '.' + $PSVersionTable.PSVersion.Minor"
5.1
PS>  $psversiontable.psversion
Major  Minor  Build  Revision
-----  -----  -----  --------
5      1      19041  2673



★文件目录操作




★网络操作

ps> Get-NetAdapter  | Select-Object  -ExpandProperty  Name | Select-Object -Skip  1      #列出所有网卡名称
以太网
VMware Network Adapter VMnet8
本地连接* 10
本地连接
以太网2
WLAN
VMware Network Adapter VMnet2
VMware Network Adapter VMnet1

#列出指定网卡配置的所有dns地址
ps> Get-DnsClientServerAddress  -InterfaceAlias  "以太网2"  | Select-Object  -ExpandProperty  ServerAddresses
8.8.8.8
114.114.114.114
223.5.5.5



★第13章、域控相关操作
★Windows域-简介
Windows中的 域（domain）是一套统一的身份验证系统，是企业应用的基础。组策略通过用户身份验证 和域绑定得比较紧密。
[image: ][image: ]
域树：由多个域组成，这些域共享同一个存储结构和配置，形成一个连续的名字空间，有相同的DNS后缀。
域林：由一个或多个没有形成连续名字空间的域树组成，构成域林的各个域树之间没有形成连续的名字空间，没有相同的DNS后缀。但域林中的所有域树仍共享同一个存储结构、配置和全局目录。
根域：网络中创建的第一个域，一个域林中只能有一个根域（Root Domain）。

DC > get-ADforest                 #查看根域





★在win server 2019上安装域服务
在windows server 2019上安装Active Directory域服务，首先要更改计算机名称，然后在目标计算机上使用固定的ip地址，最后安装Active Directory 域服务。安装了域服务的计算机也叫做：域控制器（Domain Controllers），其他加入域的计算机称作 成员计算机。

1. 按下win+R键，输入control  system，确定，打开“系统”面板
[image: ]

2.在“计算机名、域和工作组设置”那里，可见当前的计算机名，点击右边的“更改设置”
[image: ]
3.在弹出的“系统属性”对话框的“计算机名”选项卡下，点击“要重命名这台计算机……”右边的“更改”
[image: ]
4.在“计算机名/域更改”对话框的“计算机名”下输入域控制器的名称，比如dc-01，“隶属于”就选工作组，因为我们还未加入域，然后点击“确定”
[image: ]
[image: ]
5.确定后，重启计算机
重启后我们再查看一下计算机名称，可见名称已更改成功。
[image: ]
6.域控制器需要有固定的ip地址，
按下win+R键弹出运行栏，输入ncpa.cpl，确定，弹出“网络连接”面板
[image: ]
7.在“网络连接”里，可看到此计算机有2个网卡，
Ethernet0连接到办公网，给它分配的ip为10.1.1.200/24，
Ethernet1连接到生产网，给它分配的ip为10.2.2.200/24
*不一定非得要2张网卡，只是本例中恰好有2张网卡而已，确保办公网（即需要加入域的计算机所在的网络）能访问到域控制器就行*
本例中办公网为要加入域的网络
[image: ]
[image: ]
[image: ]
配置如下：
[image: ]
接下来就可以安装域服务了，
8.按下win键，在弹出的磁贴里，找到“服务器管理器”，点击它
[image: ]
9.在“服务器管理器”界面右上角，点击“管理”，选择“添加角色和功能”
[image: ]
10.在添加角色和功能向导里，“开始之前”需要我们确定事项如下，确认后，点击下一步
[image: ]
11.“安装类型”为“基于角色或基于功能的安装”，点击下一步
[image: ]
12.“服务器选择”就用默认的本机，dc-01，点击下一步
[image: ]
13.“服务器角色”里，点击“Active Directory 域服务”
[image: ]
然后弹出“添加Active Directory域服务所需的功能？”，点击“添加功能”
[image: ]
然后看见“Active Directory域服务”前面的方框已被勾选了，点击下一步
[image: ]
14.接下来在“功能”里什么也不选，直接点“下一步”
[image: ]
15.这一步只是注意事项，点击“下一步”
[image: ]
16.“确认”这里，我们确定是安装Active Directory域服务，然后点击“安装”
[image: ]
17.点击安装后，就提示开始安装，等待它安装完成后，不要急着关闭当前界面
[image: ]
18.在服务安装完成后，不要关闭当前界面，还要使此服务器成为域控制器，点击下图中的“将此服务器提升为域控制器”
[image: ]
19.然后弹出域服务配置向导，选择部署操作为“添加新林”，根域名为我们要指定的域名，比如xxx.com（windows的域一般只是在公司内网使用，不建议使用公网上的域名，推荐使用xxx.local等以.local为后缀的域名），本例中使用xxx.com
[image: ]
20.林功能级别可直接使用默认的win server 2016，本例中为了兼容旧的系统，使用win ser 2012 r2的林/域功能级别，林和域功能级别使用相同的级别。还要求输入目录服务还原模式dsrm密码，这个密码用来还原目录服务的数据的，请牢记。点击“下一步”
[image: ]
21.在DNS选项里，不用管它的提示，直接点击“下一步”
[image: ]
22.其他选项那里，netBios域名可用默认的，默认为域名的前缀，也可改为其他的名称。本例中就使用xxx.com的前缀xxx，在netBios里喜欢使用大写的名称，其实不区分大小写。
[image: ]
23.在“路径”里，暂且就用默认的，一般中小型网络也用不到太大的磁盘存储空间
[image: ]
24.在“查看选项”里，不用管它，点击“下一步”
[image: ]
25.“先决条件检查”通过就行，不用管这些提醒，因为我们没安装dns服务，默认找不到，所以在创建域服务时它会自动安装，使本机同时成为dns服务器。点击“安装”
[image: ]
26.安装成功后，会自动重启，
[image: ]
27.重启完成后，进入登录界面，可见界面和未安装域服务时，已经不一样了，提示用户为XXX\Administrator，这个xxx\表示登录xxx这个域，后面的Administrator为域里的管理员账号，默认使用的密码和加入域之前的Administrator相同
[image: ]
28.进入系统后，再查看一下系统信息，可见计算机已加入域，且全名为dc-01.xxx.com，即计算机名后多了域名，
[image: ]
29.在命令行里输入net  accounts 查看计算机角色，为primary，表示此域控制器为主控制器
[image: ]
在cmd命令行里输入net  share查看共享的目录，有NETLOGON和SYSVOL这2个共享就说明域服务正确启动
[image: ]
一般第一台域控制器同时也是“集成区域DNS服务器”，因为在windows域里需要有一台dns服务器给这个域里的计算机指明各服务所在的地址，所以域里的计算机的第一个dns要填写为域的dns服务器，大多数使用windows域服务的网络中，为了方便一般就直接使用域控制器为本域的dns服务器，即在安装域控制器，不指定dns服务器委托，直接默认安装dns服务器。


小结：
安装域服务之前，要先更改计算机名，再使用固定的Ip地址，最后安装域服务，默认使用集成的区域dns服务。安装成功后，重启域控制器，在登录域控制器时，输入的用户名多了xxx/前缀，这个xxx就是之前第22步的netBios名称，/之后的Administrator是域的管理员账号，密码默认和安装域服务之前的Administrator相同。
若想登录之前的本地计算机的Administrator而不是登录域的Administator时，可在用户名那里输入 .\Administrator ，这个点和斜杠表示本地的意思，xxx\表示登录的是xxx这个域
想登录域时，可输入xxx\加域用户名，也可输入 用户名＠域名，比如Administrator@xxx.com
这个user@xxx.com形如邮箱的地址，但它并不代表登录一个邮箱，而是登录xxx.com这个域。



★dns服务器添加全局转发ip
windows域控的集成dns服务，默认是使用递归查询，所以当在dns服务器数据库里找不到某域名的解析时，就会去向“转发器”这个dns服务器查询，直到查到目标域名的解析为止。所以这个转发器就是此集成dns服务器的 dns服务器。若未配置转发器，则它会向根dns服务器去请求数据。

1.打开“服务器管理器”
[image: ]
2.在“服务器管理器”右上角的“工具”里，点击“DNS”
[image: ]
[image: ]
3.在“DNS管理器”界面时，右键点击DC-01这台dns服务器，再单击“属性”
[image: ]
4.在属性对话框的“转发器”选项卡下面，可见有一个8.8.8.8的dns转发服务器，这个是在我们指定域控制器的网卡ip时指定的一个dns服务器，如果当时未指定的话，则这里不会有。所以要添加其他的dns转发器时，点击“编辑”
[image: ]
在“编辑转发器”对话框里添加其他的dns服务器，可添加多条，最后点击确定
[image: ]
点击“应用”，确定



★修改域控制器名称和ip
有时由于网络拓扑的变更，我们可能想修改域控制器的计算机名称和ip地址
①重命名域控制器：
当前域控制器名称：dc-01.xxx.com，更改后的名称：dc-master.xxx.com
操作如下：
以域管理员身份进入cmd命令行
> netdom  computername  dc-01  /enumerate                     #查看计算机的所有完全名称
> netdom  computername  dc-01  /add:dc-master.xxx.com           #添加一个新的完全名称
> netdom  computername  dc-01  /makeprimary:dc-master.xxx.com    #设置新的名称为主名称
[image: ]
配置完成后，要重启域控制器

重启完成后，进入系统的cmd命令行
> hostname                                        #查看计算机名称，可见已更改为dc-master
> netdom  computername  dc-master  /enumerate      #查看所有的完全名称
[image: ]

> netdom  computername  dc-master  /remove:dc-01.xxx.com     #删除原来的dc-01.xxx.com这个名称
[image: ]
再在dns记录里删除dc-01的所有记录，打开“服务器管理器”，点击右上角的“工具”→“DNS”
[image: ]
在“DNS管理器”里的DC-MASTER下面点击“正向查找区域”，点击xxx.com域名，删除右边的所有的dc-01的记录
[image: ]
然后就OK了
②修改域控制器ip
首先，直接修改相应网卡的ip地址
[image: ]
确定后，再重启netlogon服务
以管理员身份运行cmd命令行：
> net  stop  NETLOGON         #停止netlogon服务
> net  start  NETLOGON         #启动netlogon服务
> ipconfig  /registerdns          #重新注册dns信息

[image: ]
最后删除dns服务器里的dc-master的关于原ip的a记录（一般在win ser 2019域控里，原来的ip的记录会自动删除）




★添加第二台域控制器
当域环境中，只有一台域控制器时，若这台域控制器出现问题而不能正常工作了，则整个域里的计算机都不能登录了，这是非常危险的事，所以为了域控制器的高可用，一般会安装第2台域控制器作为备份，主域控和备份域控都能提供域服务。

添加第二台域控制器步骤如下：
确定备份域控制器名称（如dc-backup）和ip地址并加入原有的域
1.修改计算机名为dc-backup，过程略
2.修改计算机ip为固定ip，如10.128.1.201/24；
并指定首dns服务器为主域控的10.128.1.200，
次dns服务器为127.0.0.1（主域控的ip在上一章改为了10.128.1.200）
[image: ]
3.加入域
按下win+R打开运行栏，输入control  system 打开“控制面板\系统和安全\系统”
[image: ]
点击右边的“更改设置”
[image: ]
在“系统属性”的“计算机名”选项下点击“更改”
[image: ]
在“计算机名/域更改”对话框里，选择“隶属于 域”并输入域名xxx.com
点击“确定”
[image: ]
加入成功后，会有提示：
[image: ]
然后重启：
[image: ]
[image: ]
重启后，以域用户登录，用户名@xxx.com的形式，本例中以域管理员的身份登录
4.安装Active Directory域服务
过程同第一章的安装Active Directory服务的步骤
[image: ]
安装完成后，提升为域控制器
[image: ]
点击“将此服务器提升为域控制器”
[image: ]
在“部署配置”对话框里，使用默认配置“将域控制器添加到现有域”，下一步
[image: ]
在“域控制器选项”里，用默认的功能：dns和GC全局编录，输入DSRM密码，下一步
[image: ]
在“DNS”选项里，不用管它，直接下一步
[image: ]
“其他选项”的“复制自”可以从任何域控制器，也可以指定dc-master，因为本域之前只有一台域控制器（即dc-master）所以选哪个都是一样的，下一步
[image: ]
“路径”也用默认的配置
[image: ]
“查看选项”，确定信息无误后，下一步
[image: ]
先决条件检查通过后，点击“安装”
[image: ]
安装完成后，重启即可
到此时，已经ok了，xxx.com域中就有了2台域控制器了，ip分别为：
dc-master:  10.128.1.200
dc-backup:  10.128.1.201

在其他要加入域的或已经加入域的成员计算机的网络配置里，将dns服务器指定为这2个ip



★创建域用户并将用户计算机加域
一、创建域用户
首先要以域管理员的身份登录域控制器（不论是哪台，只要是全局编录域控制器就行）

按下win键，点击“服务器管理”
[image: ]
[image: ]
在弹出的“服务器管理器”界面里，点击右上角的“Active Directory用户和计算机”
[image: ]
在“Active Directory用户和计算机”面板里，双击展开 xxx.com 这个域，可见下面有几个目录，目录的类型有容器、组织单位等，一般只有组织单位才能应用组策略，所以我们建议把要创建的用户分配到组织单位里，最上层的组织单位可以是公司或单位的名称，再下一级目录名称为各部门的名称
比如，创建一个xx公司的组织单位，在其下创建IT部和财务部2个部分，类型都是组织单位
[image: ]
在xxx.com域名上右击，选择“新建”→“组织单位”
[image: ]
名称为xx公司，确定。然后在xxx.com下面多出了一个名称xx公司的目录
可以在xx公司组织容器下再创建以各个部门为名称的下层组织单位
[image: ]
比如创建IT部门和财务部门
最后在某部门下创建用户，即域用户
[image: ]
要新建“用户”而不是联系人，
[image: ]
在“新建对象-用户”时，输入姓名和显示名称可为中文，方便查看，但“用户登录名”这一栏建议用英文字母，方便在登录时输入，本例中创建一用户，用户登录名为 wanghai@xxx.com ，所以在登录时写 wanghai@xxx.com或者XXX\wanghai的名字，
点击下一步
[image: ]
创建用户密码，并指定是否要求用户登录后要修改密码，点击下一步
[image: ]
确定信息无误后，点击“完成”
二、将用户计算机加入域
首先用目标计算机的本地用户（具有管理员权限的）登录计算机，再修改dns为域控的ip
[image: ]
然后修改计算机名为指定的名称，比如wang-pc ，可同时指定加入域xxx.com
[image: ]
点击“确定”后，要求我们输入有权限加入该域的账户的名称和密码，一般所有域用户都有权将计算机加入域，一个用户默认可将10台计算机加入域中
[image: ]
输入域用户名和密码，点击确定
[image: ]
成功后，要重启计算机
[image: ]
等重启后，
[image: ]
要求我们按下Ctrl+Alt+Del键才能登录
[image: ]
然后默认可能是本地计算机的用户名，需要切换到域用户，如wanghai@xxx.com这个用户，输入密码再点击确定
[image: ]
然后在cmd命令行里用命令whoami查看，显示xxx\wanghai表示自己是xxx.com这个域里的wanghai
如果加域后，还想使用本地用户去登录计算机，得在用户名前面加 .\ 点和反斜杠
如：
[image: ]
表示用本地的（本计算机的）cof用户去登录




★加域时提示找不到网络路径
可能是某些服务未启用，启动以下服务：
computer browser、remote procedure(RPC)、tcp/ip netbios helper、server、
windows management instrumentation、workstation、messenager、alerter




★FSMO操作主机角色
Flexible Single Master Operation
>netdom  query  fsmo                 #查看5种操作主机角色所在的域控制器

1.架构主机（Schema Master）
域林中只有一个架构主机，作用是定义所有域的对象属性（定义数据库字段及存储方式）

2.域命名主机（Domain Naming Master）
域林中只有一个域命名主机，负责控制域林内域的添加或删除

3.PDC主机（PDC Emulator Master）
每个域中只有一个PDC主机，作用：
兼容低版本的DC
PDC主机角色所在的DC优先成为主域浏览器，用>net  accounts查看的那个Primary
活动目录数据库的优先复制权
时间同步
防止重复套用组策略，使用组策略时，组策略编辑器默认连到PDC主机

4.RID主机（Relative Identifier Master）
每个域中只有一个RID主机
作用是 在域中创建对象时保证每个对象有一个唯一的SID，跨域访问、迁移域对象时，通过RID主机确认域对象的唯一性

5.基础结构主机（Infrastructure Master）
每个域中只有一个基础结构主机，负责对跨域对象的引用进行更新

*整个域林中只有一台架构主机和一台域命名主机
*每个域中都有自己的PDC主机、RID主机和基础架构主机 各一台




★FSMO角色转移
将Primary上的操作主机角色转移到Backup上
登录Backup DC
> ntdsutil
ntdsutil: roles
Fsmo maintenance: connections
Server connections: connect  to  server  BackDC.cof.com                 #连接至Backup DC
server connections: quit
Fsmo maintenance: transfer  schema  master                #转移架构主机角色
Fsmo maintenance: transfer  naming  master                #转移域命名主机角色
Fsmo maintenance: transfer  RID master                     #转移RID主机角色
Fsmo maintenance: transfer  PDC                           #转移PDC主机角色
Fsmo maintenance: transfer  infrastructure  master           #转移基础结构主机角色

抢占
当Primary DC出现故障时，就不能进行转移操作了，只能占用操作主机，操作过程同上，只是把transfer 改为seize

>get-ADforest                             #查看域林信息
>netdom  query  fsmo                    #查看操作主机角色



★允许域用户将计算机加入域的数量
*默认每个域用户可将10台计算机加入域，自定义设置：
Win+R输入 adsiedit.msc              #打开ADSI编辑器
右击“ADSI编辑器”→连接到→默认命名上下文→右击DC=cof,DC=com→属性→
ms-DS-MachineAccountQuota→值为0-65535表示用户可加入域的计算机数
*或者单独委派用户加域权限
打开Active Directory用户和计算机→右击域名→委派控制→下一步，添加用户→下一步，将计算机加域→完成



★查看用户修改密码的时间
Active Directory用户和计算机→选中用户→双击属性→属性编辑器下边底部→pwdLastSet即为最近修改密码的时间
-LastLogon 最后一次登录时间





★AD域控相关端口号
	端口号
	tcp/udp
	服务

	53
	t/u
	DNS

	88
	t/u
	Kerberos

	123
	u
	NTP

	135
	t
	Rpc Endpoint Master （msrpc）

	137
	u
	NetBIOS Name Service

	138
	u
	NetBIOS Datagram Service

	139
	t/u
	NetBIOS session Service （netbios-ssn）

	389
	t/u
	LDAP

	445
	t
	SMB (CIFS) （microsoft-ds）

	464
	
	Kpasswd5

	593
	
	ncacn_http （msrpc over HTTP 1.0）

	636
	u/t
	LDAPS （tcpwrapped Ldap over SSL）

	2179
	
	vmrdp

	3268
	t
	LDAP GC （Global Catalog）

	3269
	t
	LDAPS GC （Global Catalog over SSL）






★常用域策略

1.允许指定用户远程登录到计算机
*计算机→策略→Windows设置→安全设置→本地策略→用户权限分配
允许通过终端服务登录：添加远程用户组(Remote Desktop Users和Domain Admins）
*计算机→首选项→控制面板选项→本地用户和组
组名：Remote Desktop Users(内置) 添加远程用户进去


2.允许指定用户从本地登录到计算机
*计算机→策略→Windows设置→安全设置→本地策略→用户权限分配
允许本地登录：添加指定用户或组


3.用户密码输错3次锁定5分钟
*计算机→策略→Windows设置→安全设置→帐户策略→帐户锁定策略
在此后重置帐户锁定计数器    5分钟
帐户锁定时间                5分钟
帐户锁定阈值                3次无效登录


4.十五分钟无操作自动锁屏
*用户→策略→管理模板→控制面板→个性化
带密码的屏幕保护程序        已启用
屏幕保护程序超时            已启用900秒
启用屏幕保护程序            已启用


5.将指定用户加入到计算机的某个组
*计算机→首选项→控制面板设置→本地用户和组
组名：xxxx(内置)→本地组→操作为更新→组名xxxx，添加成员


6.将登录到计算机的用户添加到该计算机的某个组
*用户→首选项→控制面板设置→本地用户和组
组名：xxxx(内置)→本地组→操作为更新→组名xxxx

7.设置计算机的组策略后台更新时间
*计算机→策略→管理模板→系统→组策略
设置计算机的组策略刷新间隔        15分钟 随机时间5分钟
设置域控制器的组策略刷新间隔      15分钟 随机时间5分钟


8.映射网络磁盘S盘给指定用户（用户登录后自动挂载共享磁盘）
*用户→首选项→Windows设置→驱动器映射
S：属性信件S，位置\\dc\sharepool
常用→项目级别目标：安全组


9.允许ping包入站（icmp echo request入站）
*计算机→策略→管理模板→网络→网络连接→Windows防火墙→域配置文件
Windows防火墙→允许icmp例外：允许传入回显请求


10.禁止用户更改计算机系统时间
*计算机→策略→Windows设置→安全设置→本地策略→用户权限分配
更改时区        空（无用户）
更改系统时间    空（无用户）


11.指定域用户的桌面（墙纸）
*用户→策略→管理模板→桌面→Active Desktop
启用Active Desktop        已启用
桌面墙纸                 \\dc\share\desktop.jpg    平铺


12.用户登录时运行指定的程序
*用户→策略→管理模板→系统→登录
在用户登录时运行这些程序        添加指定程序


13.用户登录时运行指定的脚本
*用户→策略→Windows设置→脚本→登录
名称：脚本文件名              脚本文件位于DC上的：
C:\Windows\SYSVOL\sysvol\域名\Policies\{组策略唯一ID}\User\Scripts\Logon里
14.受限制的组（只有指定的用户才在该组里）
*计算机→策略→Windows设置→安全设置→受限制的组
组名BULTIN\Administrators        成员：指定的用户


15.用户文件夹重定向到D盘或服务器上
*用户→策略→Windows设置→文件夹重定向→（选桌面和/或文档）
基本（重定向所有人的文件夹到相同位置）路径 D:\%username%\desktop
或documents


16.漫游用户配置文件
*计算机→策略→管理模板→系统→用户配置文件
为正在登录此计算机的所有用户设置漫游配置文件路径：
已启用 \\dc\share\%username%


17.允许多个用户同时远程登录计算机（加授权）
*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→连接
限制连接的数量                                    允许的RD最大连接数  100
将远程桌面服务用户限制到单独的远程桌面服务会话    已启用
为远程桌面服务用户会话远程控制设置规则            已启用 不经用户授权完全控制

*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→授权
设置远程桌面授权模式                  按用户
使用指定的远程桌面许可证服务器        dc.cof.com
#加了域的主机，仅允许网络级别身份验证的远程桌面的计算机连接，所以RDP客户端计算机要求也要在域中，如果不在域中，那么服务端计算机要安装远程桌面服务的“远程桌面会话主机”角色，并指定授权服务器


18.无须按下Ctrl+Alt+Del登录
*计算机→策略→Windows设置→安全设置→本地策略→安全选项→交互式登录
交互式登录        已启用：无须按Ctrl+Alt+Del


19.不显示最后登录的用户名
*计算机→策略→Windows设置→安全设置→本地策略→安全选项→交互式登录
交互式登录        已启用：不显示最后的用户名


20.域用户密码策略
*计算机→策略→Windows设置→安全设置→帐户策略→密码策略
密码最长期限        300天
强制密码历史        无
最短密码期限        0天
最短密码长度        8字符
*计算机→策略→Windows设置→安全设置→本地策略→安全选项→交互式登录
交互式登录         提示用户在密码过期之前更改密码      10天


21.允许指定用户关闭计算机（含重启）
*计算机→策略→Windows设置→安全设置→本地策略→用户权限分配
关闭系统                    添加指定的用户
从远程系统强制关机          添加指定的用户


22.用户注销时清除最近打开过的文档记录
*用户→策略→管理模板→“开始”菜单和任务栏
退出系统时清除最近打开的文档的历史        已启用


23.计算机启动时自动部署安装软件
*计算机→策略→软件设置→软件安装
新建数据包    使用网络路径             #软件包必须为.msi的安装包


24.配置防火墙规则
*计算机→策略→Windows设置→安全设置→高级安全Windows防火墙
出入站规则                新建xxx
*计算机→策略→管理模板→网络→BranchCache
启用BranchCache         已启用


25.发布通告消息给用户（用户登录界面上显示）
*计算机→策略→Windows设置→安全设置→本地策略→安全选项→交互式登录
试图登录的用户的消息标题        标题内容
试图登录的用户的消息文本        消息内容


26.禁止管理人员修改IP（网络配置）
*计算机→策略→Windows设置→安全设置→系统服务
选择Network Connections，手动，删除指定用户everyone之类的完全控制权限
*用户→策略→管理模板→“开始”菜单和任务栏
删除网络图标                    已启用
*用户→策略→管理模板→网络→网络连接
禁止访问LAN连接的属性         已启用


27.禁止用户使用外部存储设备（U盘）
*用户→策略→管理模板→系统→可移动存储访问
可移动磁盘：拒绝读取权限        已启用
可移动磁盘：拒绝访问权限        已启用        #重启生效


28.远程桌面会话时间限制
*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→会话时间限制
设置活动但空闲的远程桌面服务会话时间限制        已启用 30分钟（到时断开）
设置活动的远程桌面服务会话的时间限制            已启用 总时间 2小时
设置已中断会话的时间限制                        已启用 10分钟（到时结束会话
默认情况下远程桌面服务允许用户断开会话而不注销和结束会话，会话处于断开状态时，用户运行的程序仍保持活动。


29.远程连接时允许音频重定向至客户端
*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→设备和资源重定向
允许音频和视频播放重定向          已启用（serv→clnt）
允许音频录制重定向                已启用（clnt→serv）

*计算机→策略→管理模板→Windows组件→远程桌面服务→远程桌面会话主机→剪帖板重定向或 即插即用设备重定向


30.配置Windows自动更新
*计算机→策略→管理模板→Windows组件→Windows更新
配置自动更新                    4-自动下载并计划安装计划安装日期，时间，默认会重启
始终在计划的时间重新启用        为用户预留15分钟
自动更新检测频率                24小时
允许非管理员接收更新通知        已启用


31.启动远程桌面服务
*计算机→策略→Windows设置→安全设置→系统服务
Remote Desktop Services        自动
*计算机→管理模板→Windows组件→远程桌面服务→远程会话主机→连接
允许用户通过使用远程桌面服务进行远程连接
*计算机→策略→Windows设置→安全设置→高级安全Windows防火墙
入站规则：        允许远程桌面服务入站


32.关闭本地组策略对象处理
*计算机→策略→管理模板→系统→组策略
关闭本地组策略对象处理：    已启用
#表示不使用计算机本地的组策略，只应用域控下发的策略




★域策略应用注意事项
#远程桌面登录策略注意事项
①远程桌面登录条件
要让某用户能够通过远程桌面登录计算机，在目标计算机上应用策略时要满足2点：
	条件
	普通用户
	管理员用户

	Remote Desktop Users组
	（普通用户或其属组）必须是该组的成员
	当管理员被允许通过终端登录时，可以不在该组中

	允许通过终端登录（远程桌面登录）
	（普通用户或其属组）要求被允许
	（管理员用户或其属组）要求被允许



②配置“允许通过终端登录”策略
	默认情况下允许通过终端登录的用户或组
	配置了“允许通过终端登录”策略后

	允许"Remote Desktop Users"组及"Administrator"用户
	原来的被覆盖，只剩下配置的



③推荐的做法
1.策略”允许通过终端登录”里只允许"Remote Desktop Users"组
2.把要通过远程桌面登录的用户或用户组都添加到"Remote Desktop Users"组里

④常见问题解决
	常见问题
	原因
	解决方法

	无法远程登录，提示“连接被拒绝，因为没有授权此用户账户进行远程登录”
	该用户为普通用户且不在Remote Desktop Users组里
	将该用户加入Remote Desktop Users组

	能登录至锁屏界面，但有黄色的字体提示“要远程登录你需要具有通过远程桌面登录的权限......那么需要手动为你授予这一权限”
	该用户为管理员或加入了Remote Desktop Users组，但该管理员或Remote Desktop Users组不在允许通过终端登录的策略里
	将该管理员或组添加至“允许通过终端登录”的策略里

	用户已加入Remote Desktop Users组但还是无法远程登录
	可能是该组配置成了受限制的组，导致其他用户无法添加到该组
	修改“受限制的组Remote Desktop Users组(内置)”






#往某个组里添加用户的策略
	应用后
	撤下该条策略后

	指定的用户添加到目标组中，且该组中本来的用户也还在，不会被覆盖
	刚刚指定的用户还在目标组中，并不会随该策略的取消而删除




#受限制的组策略应用注意要点
受限制的组就是限制某个组只能存在指定的用户，无法再通过其他办法添加用户进去
①仅应用一条 受限制的组策略时
	应用策略后
	撤下该条策略后

	目标组仅剩下策略里指定的用户
	目标组又恢复原来有的用户



②应用多条 对同一个目标组的 受限制的组策略时
	应用情况
	应用结果

	在同一层组织单位上应用多条时
	仅排序在前面的那条被应用了，之后的没有应用

	在不同层组织单位上应用多条时
	仅最底层最下层的容器上的策略被应用

	在同一层或不同层应用多条时，其中一条设为强制的
	则仅应用强制的那一条策略

	在同一层或不同层应用多条时，其中多条设为强制的
	则仅应用最底层最下层的容器上的那条强制策略



③注意事项
1、当受限制的组为Administrators组时，策略中无法指定计算机本地的Administrator帐号，但在计算机上的Administrators组里也仍然会有本地的Administrator帐号
2、当受限制的组为Remote Desktop Users组时，策略中无法指定计算机本地的Administrator帐号，就算到计算机上手动添加，也会被覆盖，应用策略后计算机上的Remote Desktop Users组没有本地的Administrator帐号，所以如果有需要让本地的Administrator帐号远程登录的话，就不建议配置Remote Desktop Users为受限制的组




★第14章、HyperV使用（win10下操作）

★在windows 10里安装Hyper-V
首先按下Win键和R键，打开“运行栏”，输入 appwiz.cpl ，然后确定
[image: ]
在“程序和功能”面板里，点击左边的“启用或关闭Windows功能”
[image: ]
在“Windows功能”面板里，勾选“Hyper-V”项，点击确定
[image: ]
然后等待安装完成
[image: ]
等Hyper-V功能安装完成后，可以重启计算机，（要确定目前计算机上的工作都已保存！）
[image: ]
[image: ]
等系统重启完成，按下Win键，找到Windows管理工具，在windows管理工具里能打开Hyper-V管理器的话，Hyper-V就算是安装完成了，不过有些计算机（一般是台式机）在安装完Hyper-V后，就不能上网了，这是正常现象。
[image: ]
[image: ]



★安装Hyper-V之后的变化
在windows 10下开启Hyper-V虚拟机功能后，系统默认会安装一张名为vEthernet (Default Switch)的网卡，这是一张虚拟网卡。（可以在运行栏里输入 ncpa.cpl打开网卡管理界面查看）

和安装Hyper-V之前相比，我们原来的真实的物理网卡的配置好像没了，在cmd里输入ipconfig查看不到“以太网”这块物理网卡的配置。只有vEthernet ( Default Switch )这块虚拟网卡的配置。
[image: ]
而且计算机也无法上网了
[image: ]
先不急，按下Windows键，找到Windows管理工具，展开后点击“Hyper-V管理器”
[image: ]
[image: ]
进入Hyper-V管理器主界面，如下图：
[image: ]
在主界面里，点击左边的Hyper-V管理器下面的Desktop-xxx计算机名，然后在右边点击“虚拟交换机管理器”
[image: ]
[image: ]
如上图，在虚拟交换机管理器界面，可见默认创建有一个名为Default Switch（默认网络）的虚拟交换机（点击一下它）这个交换机配置界面是灰色的，说明是不可修改的，也不可删除。灰色的界面下隐约可见其参数：连接类型为 内部网络，默认网络交换机将自动使用NAT网络地址转换 向虚拟机提供计算机网络的访问权限。

什么是虚拟交换机？
Hyper-V里的虚拟交换机就和VMware workstation里的网络模式差不多，用于虚拟机上网的。	Hyper-v的外部网络相当于vmware的桥接模式，
Hyper-v的内部网络相当于vmware的仅主机模式，
Hyper-v的专用网络在vmware里没有对应，
Hyper-v的默认网络是基于内部网络的，在内部网络的模式下又增加了NAT的功能，相			当于vmware的NAT模式。

大概就是这样。先想办法让我们的计算机能上网吧，
[image: ]
在运行栏里输入ncpa.cpl回车，打开“网络连接”面板，如上图，然后选中我们的物理网卡，如下图，右键点击“以太网”在弹出的菜单栏里点击“属性”
[image: ]
上图可见，这块物理网卡的TCP/IPv4等许多网络协议都没了，而多了一个Hyper-V可扩展的虚拟交换机协议。怪不得它不能上网了，原理是tcp/ipv4协议没了，
[image: ]
[image: ]
我们勾选“Internet协议版本4（TCP/IPv4）”，再点击右下角的“确定”
确定之后，退回到“网络连接”界面，再次打开“以太网”物理网卡的属性界面
[image: ]
选中“Internet协议版本4（TCP/IPv4）”，点击“属性”查看其ip等配置
[image: ]
如上图，我们安装Hyper-V之前的网络配置还在，如果不在了，就配置一下，这里不详解。
配置完，点击确定就行了。




小结：
安装Hyper-V功能后，原来的物理网卡被安装了“Hyper-V可扩展的虚拟交换机协议”，相当于物理网卡变成了一台交换机；物理网卡原本的tcp/ip协议都被卸载了，所以导致无法上网，重新勾选tcp/ipv4并确认就行。有时候Hyper-V还会默认给我们安装一张虚拟网卡，且连接上了Default Switch（默认网络）这个虚拟交换机





★四种Hyper-V虚拟交换机的原理
#Default Switch默认网络
开启Hyper-V功能后，系统自动创建的一个虚拟交换机，而且在“控制面板\所有控制面板项\网络连接”那里会多出一块名为“vEthernet (Default Switch)”的网卡，这个网卡的名称并不是说它代表了“Default Switch默认网络”这个虚拟交换机，而是说它是连接到这个虚拟交换机上的一块网卡，它是宿主机上的一块网卡，连接到了“Default Switch默认网络”这个虚拟交换机，这块网卡是宿主机的，不是任何虚拟机的。当其他虚拟机的网卡也连接上这个默认网络时，这块网卡能和那些虚拟机的网卡通信。

Hyper-V的默认网络可以理解为NAT模式，只不过它的功能不是很完善，自动给连接上这个虚拟交换机的网卡分配IP时，是不能配置的，我们也没法确定它会分配什么网段的IP，只有查看了才知道，每次重启宿主机时，vEthernet (Default Switch)这块网卡的IP也会变，所以该默认网络模式对于需要固定IP的虚拟机来说不是很友好，对于仅需要上网的虚拟机来说，还可以考虑。

NAT模式就是指当连接上这个网络的虚拟机上网时，会把它们的原IP改为宿主机上的某块网卡的IP，或者说共用宿主机上的IP上网，这样做的特点就是隐藏了虚拟机的真实IP，且不用申请额外的（和宿主机网卡同一网段）的IP。因为宿主机可能是使用了pppoe或需要拨号的方式上网，如果不用NAT模式，每个虚拟机都要另外拨号，很不方便，上网帐号可能也不够。



#外部虚拟交换机（外部网络）
首先在“Windows管理工具”里打开“Hyper-V管理器”，选中目标计算机，然后点击右边的“虚拟交换机管理器”
[image: ]
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在虚拟交换机管理器里点击“新建虚拟网络交换机”→“外部”→“创建虚拟交换机”
[image: ]
名称改为“外部虚拟交换机1”，连接到外部网络的宿主机物理网卡上，勾选“允许管理操作系统共享此网络器”，点击下方的“确定”
弹出“挂起的更改可能会中断网络连接”确认框，点击“是”
[image: ]
当出现如下提示时，说明有问题，
[image: ]
[image: ]
因为在开启Hyper-V功能时，系统自动把默认上网的物理网卡安装了Hyper-V可扩展的虚拟交换机协议，导致我们再安装“外部虚拟交换机”时系统误以为此物理网卡已经绑定了某个外部虚拟交换机。解决方法是把此物理网卡上的Hyper-V可扩展的虚拟交换机协议卸载掉
[image: ]
在目标物理网卡的属性框里，取消勾选“Hyper-V可扩展的虚拟交换机”，再点击下方的“确定”
然后再回到“虚拟交换机管理器”界面，创建外部虚拟交换机，创建成功了。
[image: ]
这时在宿主机上的网络连接面板，发现多了一个名为vEthernet(外部虚拟交换机1)的网卡，这块网卡是用来干什么的？

[image: ]
因为我们在创建外部虚拟机1时，勾选了“允许管理操作系统共享此网络适配器”，所以创建完成后，就多了这块vEthernet(外部虚拟交换机1)网卡。它是用来给宿主机上网的，宿主机本来是用物理网卡上网的，现在安装了外部虚拟交换机后，这块物理网卡上的tcp/ipv4协议没了，所以又另外创建了一块虚拟网卡，用于给物理机上网的，这块vEthernet(外部虚拟交换机1)网卡是连接到外部虚拟交换机1的，也就是桥接到了那个物理网卡模拟成的交换机上。

外部虚拟交换机就是桥接模式，在创建时可以选择要绑定的物理网卡，表示要桥接到那个物理网卡上，创建成功后，那个物理网卡上的tcp/ipv4协议没了，多了一个Hyper-V可扩展的虚拟交换机协议，所以这个物理网卡就变成了一台交换机。当虚拟机的网卡连接到此外部网络时，就相当于桥接到了这个外部网络绑定的物理网卡上。
桥接模式的好处是虚拟机可以和物理网卡处于同一网络环境下，可以配置固定IP，对于服务器而言是比较友好的。

[image: ]
如果取消勾选外部虚拟交换机的“允许管理操作系统共享此网络适配器”这一项，再点击“确定”，那么宿主机上就不会多出那块vEthernet(外部虚拟交换机1)网卡，此时如果宿主机只有这一个物理网卡，那么它是不能上网了，因为物理网卡上没有tcp/ipv4协议，也没有那块vEthernet(外部虚拟交换机1)网卡。此时要想让物理机也能上网，就和第2节的设置一样，重新勾选物理网卡上的tcp/ipv4并确认，做相应配置就行了。




#内部虚拟交换机（内部网络）
内部虚拟交换机网络模式就相当于仅主机模式
[image: ]
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[image: ]
创建完成后，在宿主机上也会多出一块虚拟网卡，名为vEthernet (内部虚拟交换机1)
[image: ]
这块vEthernet (内部虚拟交换机1)网卡是在宿主机上的，连接到了内部虚拟交换机1这个网络环境里，是宿主机用来和这个环境里的虚拟机通信的。
内部网络的虚拟机默认没法上外网，只能在本地通信。




#专用虚拟交换机（专用网络）
专用虚拟交换机的创建就省略了，它和内部差不多，唯一的区别就是专用网络不会在宿主机上创建一块虚拟网卡，这样宿主机也就没法和专用网络里的虚拟机通信，使得虚拟机的网络进一步隐藏了。




小结：
虚拟交换机就是Hyper-V软件模拟出来的一个网络环境，虚拟机的网卡可以连接上其中任意一个或多个环境中，有的虚拟交换机在创建完成后（比如外部,内部）还会在宿主机上创建一块虚拟网卡，这个虚拟网卡名称虽然带有虚拟交换机的名称，但它不代表这个交换机，而是表示连接上了这个虚拟交换机，所以宿主机上新增的虚拟网卡是用来和Hyper-V模拟出的网络环境里的虚拟机通信的。
在创建外部虚拟交换机时如果勾选了“允许管理操作系统共享此网络适配器”，那么会在宿主机上新增一块虚拟网卡，是宿主机用来上网的，如果没有勾选，那么就不会有这块网卡，此时宿主机要想上网，需要在物理网卡上勾选“tcp/ipv4协议”确定后再去配置。
同一种虚拟交换机可以创建多个，互相隔离的。只不过在创建外部虚拟交换机时，要确保它绑定的物理网卡之前没有绑定到其他的虚拟交换机上




★创建虚拟机并安装操作系统
首先打开“Hyper-V管理器”面板，选中目标计算机，右边点击“新建”→“虚拟机”
[image: ]
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在“开始之前”这一步骤只显示一些提示语，可以直接点击右下角的“下一步”
[image: ]
在“指定名称和位置”步骤，我们可以自定义虚拟机的名称为vm-Centos7，存储的位置（D盘的\Hyper_V文件夹里），点击“下一步”
[image: ]
在“指定代数”里，选择“第二代”，点击“下一步”
[image: ]
在“分配内存”这里，先不用管，之后再去设置，直接点击“下一步”
[image: ]
在“配置网络”这一步骤，表示创建虚拟机时会默认给此虚拟机分配一个网卡，我们可以指定这个虚拟机的网卡连接到哪个虚拟交换机里，根据实际情况去选择，本例中连接到“外部虚拟交换机1”，它绑定到了物理机上的物理网卡，是桥接模式。
[image: ]
在“连接虚拟硬盘”这里，我们选择“创建虚拟硬盘”，名称和位置就用默认的，大小为20GB，可根据实际需求来分配。
[image: ]
“安装选项”这里，表示如何给这个新建的虚拟机安装操作系统，我们可以事先准备操作系统安装光盘镜像文件，然后在这里选择“从可启动的映像文件安装操作系统”，点击“浏览”选择安装光盘文件，点击“下一步”
[image: ]
到了最后一步“摘要”，点击完成。

然后回到了“Hyper-V管理器”主界面，可见中央部分出现了一个虚拟机，这就是我们刚刚创建的，默认处于关机状态
[image: ]
[image: ]
可以右键点击此虚拟机，点击“设置”
[image: ]
在虚拟机设置框里，点击“内存”进行内存的配置，可以启用动态内存（在虚拟机启动时，不会用满指定的大小，随系统的使用而分配），也可以指定使用固定大小的内存（虚拟机开机时就占用这么多的内存）
[image: ]
因为我们要安装的是Centos系统，不是windows 8及以上版本的windows系统，所以要关闭安全启动，取消勾选“启用安全启动”
[image: ]
配置完后，关闭设置面板，回到主界面，右击目标虚拟机，选择“连接”
[image: ]
这个连接是指连接到虚拟机的控制台，相当于打开虚拟机的屏幕，
[image: ]
点击屏幕上的启动，或点击菜单栏的“操作”→“启动”

如果没有关闭安全启动，当安装光盘系统不是win8及以上系统时，会启动失败，如下图
[image: ]
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当关闭“安全启动”后，启动成功，如下图，可以进行操作系统的安装了。
[image: ]
还有最重要的一点是，Hyper-V的虚拟机只支持UEFI启动，如果安装光盘里的系统不支持UEFI启动时，也会启动失败。

当我们在创建虚拟机时，如果选择了“以后安装操作系统”
[image: ]
那么需要在虚拟创建完成后，再去虚拟机“设置”界面添加安装光盘镜像文件，
设置界面点击“SCSI控制器”→“DVD驱动器”→“添加”
[image: ]
然后选择指定的安装光盘镜像文件，如下图
[image: ]
最后，在“固件”里，把启动顺序调一下，把DVD驱动器上移至第一位置，就可以了
[image: ]




★虚拟机磁盘操作（扩容与新增）
新创建的虚拟一般默认只创建一块虚拟硬盘，在后续的使用中，可能硬盘空间不够用了，需要扩容或者新增一块虚拟硬盘。

首先在Hyper-V管理器里，选中目标计算机，右击选择“设置”
[image: ]
在设置面板里，点击左边的“SCSI控制器”，再右边选择“硬盘驱动器”，点击“添加”
[image: ]
然后，选择添加“虚拟硬盘”→“新建”
[image: ]
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“选择磁盘类型”里，可以创建三种虚拟硬盘，根据实际需求去创建，本例中创建固定大小的虚拟硬盘，点击“下一步”
[image: ]
虚拟硬盘文件格式为.vhdx，名称自定义，位置一般建议放在目标虚拟机的相应目录里，
[image: ]
“配置磁盘”里选择“新建空白虚拟硬盘”，大小根据实际需求来定，点击“下一步”
[image: ]
查看摘要，确定无误后，点击“完成”
[image: ]
然后连接进入目标虚拟机的控制台窗口，如上图，查看目标虚拟机的文件资源管理器，发现没有新增的5GB大小的磁盘，因为新增的磁盘没有启用，也没有格式化，
[image: ]
需要打开磁盘管理器，在运行栏里输入 diskmgmt.msc打开“磁盘管理器”
[image: ]
在虚拟机的“磁盘管理器“界面可见，有新增的磁盘1，大小5GB，显示是脱机状态，
[image: ]
我们右键点击这块新增的磁盘，点击“联机”，联机后，再右键点击，选择“初始化磁盘”
[image: ]
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“初始化磁盘向导”界面，就用默认的参数，点击“确定”
[image: ]
然后，在新增磁盘的右边空白区，右键点击，选择“新建简单卷”，具体过程省略，
[image: ]
创建完成后，就可以看到新增的磁盘空间了，新加到了E盘，如下图
[image: ]
有时不想新增磁盘，只想把现有的磁盘扩容，需要在Hyper-V管理器主界面，点击宿主机后，点击右边的“编辑磁盘”
[image: ]
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在“编辑虚拟硬盘向导”→“查找磁盘”里，找到目标虚拟机的目标虚拟硬盘，以.vhdx为后缀的文件，然后点击“下一步”
[image: ]
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“选择操作”只有一个选项→“扩展”，点击“下一步”
[image: ]
指定目标虚拟硬盘的新大小后，点击“下一步”
[image: ]
查看“摘要”，确认无误后，点击“完成”
[image: ]
最后进入目标虚拟机的控制台界面，进入磁盘管理界面，可见磁盘1扩容了，新增了3GB的大小，显示未分配，可以扩展到原有的E盘，也可新建扩展卷





★其他
★安装.Net
Windows 8.1及win10系统自带.net4.x 不自带.net3.5的文件，要从安装光盘镜像文件里提取sources\sxs文件夹下的所有文件到本地的某个目录下，如G:\sources\sxs
以管理员身份运行cmd:
>dism  /online  /enable-feature  /featurename:NetFX3  /Source:G:\sources\sxs

Windows 7自带.net3.5 不自带.net4.x
可以用安装包安装： mu_.net_fx_4.6.1_for_win7_7277558.exe

要求先关闭安全软件

.Net安装包下载地址： https://dotnet.microsoft.com/en-us/download/dotnet




★SysWoW64
wow64（Windows On Windwos 64）是windows系统的子系统，使得32位的程序可以在64位的系统中正常运行，32位程序在访问64位系统里的system32文件夹时被重定向到syswow64文件夹里。
64位系统里的:
system32 文件夹里的dll为64位的
syswow64 文件夹里的dll为32位的




★VC++ Redist
当运行某些程序时如果提示 缺少api-ms-win-crt-runtime-l1-1-0.dll之类的信息，其实就是没有指定的VC++ Redist依赖，不要自己手动下载缺少的dll，一定要去官网下载对应的VC++ Redist
官网下载地址：
https://support.microsoft.com/en-us/help/2977003/the-latest-supported-visual-c-downloads
或者：
https://docs.microsoft.com/en-us/cpp/windows/latest-supported-vc-redist?view=msvc-170

[image: ]



image6.png
29 NewSID - Sysinternals: www.sysinternals.com

Choose a SID
You can specy the SID that you want NewsSID to apply.

TEEAESIDEE RS

LB SID: 5-1-5-21-349620914-433498934-4167119709

@RHEHERSD
OC ME{HEN EHSID:




image96.png
)

%% ow

‘%ﬁ

v IRERBRANE (2)

AR (C)

FIH(0)
TEHEOFRITFE)
BRI g
R4 BitLocker Zi5

32 BitLocker(B)

%/ Windows Defenderi3ii...

BEFIHERIR(G)
ARRLABIEIREAS(V)
EETFHa"FER(P)

TEFAL(A)...

8HIC)

SRS
ESEM)

EER)

=3
‘{431637)11, $£585GB

o 39.5GB A, #£39.9GB




image97.png
| BitLocker 3XFNEEANEE —

1 1> BAER > RSRES > Bitlocker NENE

ERIERER BitLocker JXGIEENNES
B E BitLocker {RIFIKNEE, PIRSBMRIFURETHII SRR ZFEIFANAE,

ERERSIRANEE
C: BitLocker BfSFA

a5 G zEmEr

- ® spumsn
ECe

© BEp=E

€ > BitLocker

EIEE RN RS
AT EIEEINENES - BitLocker To Go

#0% (D:) BitLocker B35

iEaim




image98.png
EE< —

1 B REER > RHENRS > R v|O | EREHER

EEEXTEINERER

Windows i<

Windows 10 F4UR .
© 2018 Microsoft == WI ndOWS

Corporation, EEFER

#,
s
is==o 11th Gen Intel(R) Core(TM) i5-1135G7 @ 2.40GHz 2
(2 4h3E88)
BREHNERAM): 4.00GB
R 64 (IRERS, BT x64 FINEE

EEE AT ATIETRENESRASE




image99.png
RHEE
HEE B SR FARP TR

BHER

AILIBTE T ETERE F—ANERR, BIER
FEHL,

RGEE(S)...

~- 30 (D) E3al

EETRSE, SEESSH, FEBRERS, HEO).
EERURARS, BOSEMR TS RE R ®
[y BEE(C)...

BE RIFB(A)




image100.png
L ERRIPAIEEE (C)
AREE

BRRGRAE, RAILIE R BRI MRS SRR ARE
B,

© ERESE"
O z=REsE"

WRSEEEE

AUBSETRSRAORARESSE, SHSEN, EoEBR R
ERIEERE S,

LR [E=

BAEREM): [

BRI RRRIFTERR R,
HiER(D)

BE(0) BUA(C) RZFA(A)





image101.png
REEE
wEiE B SR FRES me

Wi CREARFEEIEENRAER.

BHER

AILIBTE I ETERE F—ANERR, BIER

Pty EHER(S)...
FRFRE

BIFERRARE =)

& RIS (C) (F5) =)

~- 30 (D) ES5)

EETRSE, SEESSH, FEBRERS, ®EO)..

RN ERRSRA B RTRS, .

E BUA RZFA(A)




image102.png
e

BIRIRRR

BAALSESFRBIRRRAER, RAESanRnSE S EERaE,

230814

BIE(C)





image103.png
e

o BRI,





image104.png
1 FraRHIERIR

« v 1 D> SHIER > FrERSIERE >

BETENARE

“KBitLocker xanEEE]
& RemoteApp FSEER
R il

3

T8 Ttesise

= @ERTEN
£ FEER
o XHmEER
N mEEE
§ EERs

Flash Player (32 {2)

& Windows Defender Biiis
W EHAEERWindows 7)
G BEERER

& EEIR

~@E

@ suEmgEL

i BABRETE

9=

[S1EL

|5 srmmeEman
(N geE
3 maiE

VO | EFEHER

HEA

@ Internet TR
> Windows To Go
[z

P wmaR

& asmz

g ERAERS

P &

o esEEs

° 8%

& Rt
LS
L ¥
ThoFE

/NER





image105.png
« v &> BHER > FERHNERE > KE M
BHREER BRIRETE
@ clzirEEaE
Sl MRERHE, TSRS,

Q FnzstR

T, ERTHCR, ERMERSSAIE,

@ mEzHEE
FRERRE, EEHASE, FEOERHRERS.

\RAHEBmETTE, EHIRE, ARSHEEER





image7.png
OTIHYHsA OT NpeabIaymeii BepcHn:

o xuomka "Unlock" Beeraa JOCTyIHA UL y4STHEIX 3AIMIICEiT ¢ OrPAHITISHHBIM CPOKOM Jef{CTBILL.

KAYATH TYT: ntp (138810 Gaiit 26.09.2017)

FCXOJTHBII KOJT: ntpwedit-0.7-src.zip (242169 Gaiit 26.09.2017)
JIANEH3MST: GPL.txt (17996 Gaiit)





image106.png
RS IRE

EHERAARE BB R R TSRS R AIEE,

FERRRAN SR REI AR, RIS, BETEHEFAEE
WEFRIRESIEIR,

<E—2(@) | 35N> BUA





image107.png
L 2R X
B SRS BIKES

LBIEX: GMT+8:00

B S s
SRR

<E—#(@) [ F5N)> BUA





image108.png
HHARRR
R B BRI N A T ERReOSH 2 BIFFAMIORES,

[ 2023/8/14 17:05:10 (GMT+8:00)
Tk Fah: 230814

AR (C) (FH)

MRREAEH T Windows =13, BAIRUFEIR—NSHESE,

FHEREEEH R B AR RLTEY, SR, BEHTET
FHETEFFRARTERES.

Rl 2]





image109.png
& X
A FEEE, RORERERNT, (RERAkEID?

BEERSARD e, DUTHEEER, NREZSE TR RARSER 78
IETRARR, WITEEE,

il
]





image110.png
)

g cof. com
a xx. cof. com

g mail. xx. cof. com





image111.png
lee. com
sys. com

xx. cof. com

ff.sys.com vyy. lee. com

?

ftp. xx. cof. com E X.yy. lee. com





image112.png
= BT >

=] Windows BiRIBIRFFBNIER, JIRITFHEMEERS, X
443, SCRSER Internet 2R,

$TFF(Q): | control system| v
9 smemgRamiEs,

@ BUA WS (B)...





image113.png
O, ZEER > ZHiERe >

BEEEXTENNERES

Windows k&%

Windows Server 2019 Datacenter
© 2018 Microsoft Corporation, REFFETR.

=%
e
EESAERAM):
e
e

HENE, SAIreEaE
HEE:
HENEE:
A
Ttee:

P —

Intel(R) Core(TM) i7-9700K CPU @ 3.60GHz 3.60 GHz
4.00 GB

64 (PR(EEG, BT 64 PER
AEARTHETENERMEEA

'WIN-G60761617TO
'WIN-G60761617TO

'WORKGROUP

Windows Server 2019





image114.png
W Windows EEUTESERESRRZAHEN.

HEHUEAD):
480: *IIS Production Server" & "Accounting
Server”,

HENeE: WIN-G60761617TO

Ifea: WORKGROUP

ESaExaiE, AEENEART e, FREE
.





image115.png
HENEAEAEN

X

HEILER R EAERHRRSE. EXTREYBNRES
EE.

HEHE):

de-01|

HE2E:

dc-01

2ET
O=O):

© IfsEw):

EABM)...

'WORKGROUP





image8.png
> ntpwed07

£ EREs = EoN
H ‘COPYING.txt 2016/11/6 1:03 TXT 3244 1KB
H GPL.txt 2007/4/9 21:17 TXT 3244 18 KB
H HISTORY.txt 2017/9/26 16:38 TXT 3244 2KB
B8 ntpwedit.exe 2017/9/271:18 RS 148 KB
B ntpwedit6s.exe 2017/927 1117 RIEERE 160 KB





image116.png
HENEAEAEN

o RBFEANTEA EER FRIX LS

EFENH, EEEFEITTSEAT SR
.





image117.png
Windows i<

Windows Server 2019 Datacenter

© 2018 Microsoft Corporation, {REBFFELA, Windows Server- 2019
s

is==o Intel(R) Core(TM) i7-9700K CPU @ 3.60GHz 3.60 GHz

BREHNERAM): 4.00 GB

R 64 (IRIERS, BT x64 BANESR

ERRS: EEA BT HRTRENERAT A

HENE, SNTEERE

HEE: dc-01 QEmiE
HEieE: dc-01
A

Tted: WORKGROUP




image118.png
S =54

=) Windows SIRIRFEARIER, SITFHERIIES, S
e o internet 28,

FTFHQ): | ncpa.cpl| ~

9§ smeEgRamLEs,

BUA WS (B)...





image119.png
e R

1 %> SHER > RS Internet > MG

BR - HRNEIRE PHmXANER ERBIEE EBMIERIRS =

Ethernet0 Ethernetl
HRIBIRINE HRIBIRINE
@7 Intel(R) 82574L Gigabit Netwo... @ Intel(R) 82574L Gigabit Netwo...





image120.png
Internet MM 4 (TCP/IPv4) BiE
=R
SIRMESIFUINES, WATLGREREIERE IP RS, TN, FEEMRE
EATERNRGELM IP RS,

O BahERE IP 3EiH(0)
@ EATER P HIKS):

1P 38k(): 10 .1 .1 .200
FRIAEE): 255 .255.255 . 0
EOARIE(D): 0.1 .1 254
EF1E%#S DNS BRES881AH(B)

(@ fEFTERI DNS SRS 8aHEHE(E):

#i%E DNS BRSE(P): 127.0 .0 .1

4FE DNS BRE:(A): 8 .8 .8 .4
[mpiEtesans s {(8) BRV).





image121.png
Internet 1SR 4 (TCP/IPv4) 1%

=R

IRMESIFUTNRE, WATLGREREMERE IP RS, BN

EATERNRGELM IP RS,

O B8 1P #E1HO)
© EFETE P HEILS):
1P #tefik(1):
FREE):

ERARIE(D):

EF1E%#S DNS BRES881AH(B)

(@ EFATERI DNS BRSRaitBAHE):

it DNS RS 8E(P):

#£F3 DNS FRSR(A):

[mpiEtesans s {(8)

| IREEANE

10 .

2

.2

. 200

255 .255.255. 0

BERV)...

B





image122.png
C:\Windows\Systen32>ipconfig

Windows IP FLE

LUKMIERL 3 Ethernet0:
JEBAEEM DNS JREE . . . . L L.

AHufkd: TPv6 dbhk. . . . . . . . : £e80::d57e:7fc9:578f:357d%4
Pv4 bR . . . .. oo ..o 0. :10.1.1.200

FRUERS . . . .. .. .. .. . : 255.255.255.0

BRARE ... 10.1.1.254

LUKMIERL 3 Ethernetl:
JEBAEEM DNS JREE . . . . L L.

AHufEd: TPv6 MbhE. . . . . . . . : fe80::31d2:ad3a:flc8:c623%6
TPva AR . . . ..o oo oo :10.2.2.200
FRUERS . . . .. .. .. .. . : 255.255.255.0




image123.png
=T

F Windows Server

. Windows 2y
I s e .
. Windows EETE v

o ®
-
:
¥

B

e

[O)





image124.png
@1 F emw 1an sEv =
S
feREEE

EERSE
sEEsEs

EEEEEsEE





image125.png
o FIARARES

FHaZED

IR EE

BtrRsE
de-01

BASAEMRERR, ARRSRIR, RESRBARITTEERGRIIZ T EMIL)RE
ERENAR, AERSIE.

ERcEE, RRRSRIE, BRTUTERE
BB A N aS

TR, ERATER MES:

© EERKFERNEEEN
© B5 P SRS SO
* BM Windows B ZERNT2EH

RSB ERR T LA AR RSN, BXARS, mxsR, AEBRETES.
Bl s,

O ZRABR TEIILR(S)

<E—20) =2()





image9.png
e Linux 7 (CentOS 7, RHEL 7, Rocky Linux 7, AlmaLinux 7)

Nux Dextop x86_64

chntpw-0.99.6-22.110511.el7.nux.x86_64.rpm Change passwords in Windows SAM files

Bookworm)




image126.png
o FIARARES
TR

FHEZE]

BtrRsE
de-01

SRR, (FRILMEIEDE TR B, S RBHEERR (VHD) R ERITas,

© BEFmeRETbnE
BLRIES, ABRSHNSEESS MRSE,
[OF =T
OSSR (VD) AR RN R RS IR ET SN R E T SENEENE,





image127.png
o mmemmas - o x

BtrRsE
HEEBIRRSS SR &
P BEEER RS BREES,
e © NESSEERERSSE
= O EEnER
RSERE Rt
ToEE
i |
By P it BIERS

dows Server 2019 Datacenter

HE 1 AT

RS/ 7 IEEEST Windows Server 2012 SREFHRAHI Windows Server HIIRS SN IBLLESTE
RS EEEERER RS SE S ORNESE, RS SRR SR IRRRS
BRSTEHRARET,

()





image128.png
s FARAES - [u} X

= BiRESS
EERSREE o
s EEERATARSE L MBS,
TR AE ik
FRSEIEE [ Active Directory Rights Management sevices | Active Directory SiRS5(AD DS)iz
[] Active Directory XA SHIIERS TEEXRE LOISIES, i
0 Active Directory BRERES ’;sm: N e e
. BN 2 S R
Active Directory = ﬁmm#ﬁﬁmm =
[ oHer ms®
[ ONS IR
[ Hyper-v

[] Web BRSZEE(IS)
[] Windows Server E3iRS
[ Windows BBE®S
[ =ERES
[ FTEDRISZIRS
[ #EERS
[ BEEPRRERA
[ MESEREADIAERS
[ mesass
o (W] SCERERERRS (1 ANBRE, £ 124
O] mmiE
[ imEsERSs

()





image129.png
o FIARARES

7N Active Directory 1iRS3 FrasfIhag?

DEERETIATRBRSNEMEHET, F8552 Active
Directory 18RS,

4« BERSSEETR
4 BEEETR
4 AD DS F1AD LDS T2
Windows PowerShell & Active Directory 52
4 ADDSTE
[TH Active Directory B
[T AD DS EESTASST TR
(I8 EmER

BEEETEMRER)





image130.png
s FnABERS

EERSREE
2
s
R EE

ERERAEERARSE L REANEE,
b))

[ Active Directory Rights Management Services ~
[ Active Directory XA SHARIERS

[J Active Directory SHESES

[ Active Directory SEBHES

[] DHCP 3

[] DNS B8

[ Hyper-v

[] Web BRSZEE(IS)

[] Windows Server E3iRS

[ Windows BBE®S

[ =ERES

[ FTEDRISZIRS

[ #EERS

[ BEEPRRERA

[ MESEREADIAERS

[ mesass

(W] SCHRIREIRSS (1 B, £ 124
O] mmiE

[ imEsERSs

ko

Active Directory
FEEXME FEIRISRED
FRINEEERR X
DS fEFEEHIRE, M
BT EBANESHEIR)
EMFITERIIEUR,





image131.png
o mmemmas - O

SHAZTHAL SRS
HEEEINRE s
FrazaE SEEETRATATERS R L — A SR,
el e >
IR EE 35 8 ~|  .NET Framework 3.5 547 .NET
v
RSHEAE i (] .NET Framework 4.7 Thg8 2 AR, #74) Framework 2.0 API BIIHEERIRT

[ BitLocker YE=NEEANE %ﬁw%‘@ :
e s
AD DS [ BranchCache P gen =2 :

18, DRI RIS

N [ Containers
A [ Data Center Bridging B

[] Direct Play
[C] HTTP {XE k9 RPC
O Vo BsEe
[ s AT Web s
[ Internet ¥TENZF3%
[ 1P A ETR(PAMES S
[ iSNS Server B
[ LPR sila
» [ MultiPoint Connector
[ NFS &7
[] RAS Connection Manager Administration Kit (¢
[ simple TCP/IP Services

Z2(1) BB




image132.png
o FIARARES

a
Active Directory RS )
%
FrAZE Active Directory #iBRSS(AD DSyFMEAXME FHAF, HHENMREIRENES, AD DS BETE
R BRRonEEEs, FanTRFPENERLSME,
masmE BB N

e « EEANTRECESRSSFRNER VEFABATUSRIME, BEOHERZER NS
mEEEe =

IJEE * AD DS ZRi5 DNS IRSERIEEMA b, AFFRE DNS BEH, ZASRNMAERTE LR
e
A

Azure Active Directory 2—NEBRIFRIRS, AILURMSIARAINIEE, 22
s, FIFBI SR BR AR Web A,

THEES Azure Active Directory BIFAER

5 Office 365 BEE Azure Active Directory Connect

()





image133.png
e FIAEBMIEES - o >

N N . SRS
WAL AR S P

FHAZE EEERSSE L REUTAS, ARRSNIR, BRE R,

fee=—x] [ NRSE, cHEFEHENRSS

BEEaE TR AEHRAE L SRS EETS), EACOMERERLIE, NRREERSRLTAY

o B, T L AR REE,

RSERE

e Active Directory 3§

AD DS EEREEEEIA

ADDS#1ADLDS THE

Windows PowerShell & Active Directory &5t

ADDS T8
Active Directory B2y
AD DS EBESTR ST IR

ERRER

SHERSEE
IEEEREE

TN > B




image134.png
s FnABERS

TRHE

BtrRsE
de-01
EERRHE
@ ==

BIE dc-01 HFfazs

Active Directory 1B
nERSREETR
ABEETR
AD DS 1 AD LDS TH
Windows PowerShell ) Active Directory %
ADDS IR
Active Directory &t
AD Ds ER@TH@aST IR
RERETE

AREIAEAI R STIAREIEE(TES, BRRBES ORI B ESHEER", b
EEASHEREITTHRE.

SHESRE

<50 | | TN >





image135.png
s FnABERS
TRHE e
EERRHE

@ ==

EEEE, B dc-01 _FEEm,

Active Directory 15
A B RAERSHIREEENTROSE,
nERSEEETR
ABEETR
AD DS 1 AD LDS TH
Windows PowerShell ) Active Directory %
ADDS IR
Active Directory &t
AD Ds ER@TH@aST IR

RERETE

AREIAEAI R STIAREIEE(TES, BRRBES ORI B ESHEER", b
EEASHEREITTHRE.

SHESRE

<50 | | TN >





image10.png
Download 8

Warning! Nux Dextop is a third-party repository

Type URL

Binary Package https://li.nux.ro/download/nux/dextop/el7/x86_64/chntpw-0.99.6-22.110511.el7.nux.x86_64.rpm|

Source Package https://li.nux.ro/download/nux/dextop/el7/SRPMS/chntpw-0.99.6-22.110511.el7.nux.src.rpm




image136.png
fi Active Directory HERSEERS - o X

e S
BiE e a0t
AT O BERHEEMEER)
HitEm O iesmammaga()
e © muse gy
SEER MRS

SOREMERE
o

EXBERBOFHES

< F—5(P) ()





image137.png
i Active Directory SEREERERS - o x

SRR BiFRSE
ugReHlESval o
EESTIRERITASRE]
e
— sz
B RS
EEER HERLDNS)IRESH(0)
SERGHEE V| £ERR(GO)(G)
SEREHIRE(RODO)(R)
BABRRSERES(DSRV)EE
=80;
muEBO
BRSO REE

()





image138.png
fa Active Directory SRS RERS

BiniRsSEE

DNS #EIR de-ot

A FTEEIEE DNS RESENBR, ENTERIETMNQREMETRIET Windows DNS RS, .. SREMES X

EEEE
R

Bz

EEETR

FoREEHEE

&%= DNS ZRiEHR

3% DNS SREGFEER

()





image139.png
Active Directory EfREERERS - a
EBETR o

o =
EEEEE BEAESET NetBIOS EiR, FELENBEMRER
pozzilErany

(23
EEER
SORFIHEE

EXEBEREEES

<20 [F2m-] | =0 [ mE





image140.png
. Active Directory SERSREAS
9R1Z EnESE
Bt de-01
T
”EEE #572 AD DS $0ER, BRI SYSVOL RIS
NS 17 HIBREHE(D): |cawindows\NTDS =
AT B |cawindows\NTDS 1=
_ SYSVOL SZ#3E(Y): |cawindows\svsvoL | E
EEER
SERFMHEE
#53¢ Active Directory BEEHIFHEE
< 2@ | [F2m > L“ [ =20 ([ m
|





image141.png
e Active Directory HERSEENS
EEEIN

MEERE

DNS B
EftiEn
B2

EEER

SORFIHEE

R

BinEss3
de-0°

(SiZERE SEECE VFTHRRIE— Active Directory BHEHIRE,
FHE K oo.com”, XBRFHREIER,
BT NetBIOS S5 XXX
HREDRERSN: Windows Server 2012 R2
BEIHRERS]: Windows Server 2012 R2
ARSI
2REFE
DNS [R5 2
£ DNS k- &
HBURESTR: C\Windows\NTDS

FLUSXLLZ ESHE Windows PowerShell BIALISFHTEBZE

ERITEETHNEAER

[y

()

e

[me




image142.png
Fa Active Directory HEBSRERS: - o x

“h A2 A BUFIESE
FEREME deot
@ FERARERERTINEY, BEL T TR, EREEEE X

or—
ﬁ:ﬁfm BT RR A BT L F 2235 Active Directory 5B
R WA
DNS 3517
EftBER (O
B A Windows Server 2019 EUSHIRENEA S Windows NT 4.0 RERNSEZ MRS
. BERNT—AKAE, NREEERAE, BEERTRLBESEN CRNSEE
SEET BRI,

BRREOFRES, BSEAIREYE 942564 (http://go.microsoft.com/fwlink/?
Linkid=104751),

A FoEEIRIZ DNS BSBNSR, EATERISIANLKEREEHIET Windows
DNS BREE, MEFESHVE DNS ERUSHER, MELKEFTNORIIR DNS B
SFOZR, LISREREE o0 com ISNIATRETRRYT, BN, NEEVTEAR(E,

0 mzsresm

@ FESASHRESINBY, BeE R TR

A NRREERE, SEARREEREaNENENRE S,

EREREHNEZER

TN -





image143.png




image144.png
Q
XXXNAdministrator
EN





image145.png
EEEXTENNERNER

Windows i<

Windows Server 2019 Datacenter

© 2018 Microsoft Corporation, {REBFFELA, Windows Server- 2019
s

is==o Intel(R) Core(TM) i7-9700K CPU @ 3.60GHz 3.60 GHz

BREHNERAM): 4.00 GB

R 64 (IRIERS, BT x64 BANESR

ERRS: EEA BT HRTRENERAT A

HENE, SNITEERE

S de-01 $EEE
HEeE: de-0100.com
e

-3 xoocom





image11.png
i~

[root@localhost ~]# lsblk
[NAME ~ MAJ:MIN RM SIZE RO TYPE

MOUNTPOINT

Trant@l aralhrct 18

© 206 0 disk
® 16 0 part /boot
© 186 0 part /
© 606 0 disk
© 106M © part
© 59.96 0 part
sro HC) © rom





image146.png
C:\Users\Administrator>net accounts

sl ] CE R () B3] 2 )5 2 AU BTS2

s S IR CR) «
g KARRTR CR) :
KR/ Mi :
DREFIR RS P SE R -
BUE B :

BUEFFSERT T (9) ©

BUE e 1 () :
iU
LEZYE S

MR

24
MR

30

30
PRIMARY




image147.png
C:\Users\Administrator>net share

Pis £ il TEfR

cs c:\ BRASESE
IPCS JZFE TPC
ADMINS C: \Windows SRR

NETLOGON ~ C:\Windows\SYSVOL\sysvol\xxx. com\SCRIPTS

Logon server share
SYSVOL C:\Windows\SYSVOL\sysvol Logon server share
AL B TE R




image148.png
Emmaem: o P

RSRRETER

‘Windows PowerShell

Windows Z2gu

Windows i+

Windows EETE

‘Windows 2#MFH

‘Windows Server

2

Windows
PowerShell

Windows S
= ESEER

3 B8

P =3 FHEER

Py

Windows
PowerShell ISE

IR

m

X ERETER




image149.png
@1V emw A0 smy e
Active Directory B35
Active Directory FFHIH AL
Active Directory HFIfSEXE
Active Directory SIS
ADSI 3383

DNS dm

iSCSI BAiER




image150.png
£, DNS E1258
XHHF)  BMEA) BEV)  HENH)
e 2@ XE G = iEd

£ DNS |
« F oc-01@ —
= R E2HE DNS RS H(C)...

CRE ORMATBERERSED).

O6 marE..

SR R EEG)..
AISTRARERN)
RS ERELHHU)
AREEE
i nslookup (A)

FEESK)
HE(V) ’

(D)
RIFR(F)
SHFIEL)...

e[liﬁ(R) |

#BEH(H)





image151.png
DC-01 Bt ? X

% RIER EHEE BHET BN 0 ke

SRBRATLUBRIHTONSICREMESE, MXLLRRILRSETER
R

[3:>'4 BRg38 FQDN
8888 <ToiERRAT>

CMRREREETA, WEMBRER

R MRABEEE N T RAHERE, WSERTINERSERIINEE
8, EERNEERHCLE, BURIEENPORIERET R,




image152.png
RERER

SRRSO P HEH(S):

1P ittt BR5588 FQDN BRIE (D)

114.114.114.114]

28888 <IEFERERRAT..> IEAERIE... EBOL)
TBO)

EERERBN AP 3
MRAEEMEANNREEREEANRE, WIESHSEE FQDN BFATA.





image153.png
DC-01 Bt ? X
#O  HAR mR  RET BHET BHES BN %2

SRBRATLUBRIHTONSICREMESE, MXLLRRILRSETER
R

1P itk BR3588 FQDN

8888 <TEFEUEBRENT...>

114114114114 <TEfEIERELT...>
DINRGAKRETA, BEFRIET I RIB(E)...

R MRABEEE N T RAHERE, WSERTINERSERIINEE
8, EERNEERHCLE, BURIEENPORIERET R,

wWE R RZFI(A) #E)




image154.png
C:\Users\Administrator>netdom computername dc-01 /enumerate

LT 4 FR

dc—01. xxx. com

4 PRIISE R

C:\Users\Administrator>netdom computername dc-01 /add:dc-master. xxx. com
ORI de-master. xxx. com
WA SEHLAN B A FR

2 PRIISE R

C:\Users\Administrator>netdom computername dc-01 /makeprimary:dc-master. xxx. com
ClTh de-master. xxx. com BONTHELHLIIELFR.

AR BT SHLA B A 45 PR S SR

(EME B, T SOHLAT B8 JCIA50E

JPINSLAR TSN, IF G AR b 9 3L o ML E .
FEW%@WEM#%M§&%WE§¢M&=

AEFH R B

R B AR 4 AR

AL I E R




image155.png
C:\Windows\System32>hostname
dc-master

C:\Windows\System32>netdom computername dc-master /enumerate

LB BT A AR A

dc-master. xxx. com
de-01. xxx. com

4 RIISE R




image12.png
chntpw version €.99.6 116511 , (c) Petter N Hagen

Hive <SAM13> name (from header): <\SystemRoot\System32\Config\SAM>
ROOT KEY at offset: 0x001020 * Subkey indexing type is: 666c <Lf>
File size 262144 [40000] bytes, containing 7 pages (+ 1 headerpage)
Used for data: 335/26576 blocks/bytes, unused: 4/1872 blocks/bytes.

* sAM policy limits:
Failed logins before lockout is:
Mininum password length

Password history count

| RID -|-- Username - ----| Admin? |- Lock? --|
| e1fa | Administrator | AoMIN | I
| e3eb | arcgis | ADMIN | I
| 03ed | auditor I | dis/lock |
| o3ef | business | | dis/lock |
| a1f5 | Guast ! | dis/lock |

value <\SAM\Domains\Account\Users\FFFFFFFF\V>
Simple registry editof elp.





image156.png
C: \Windows\System32>netdom computername dc-master /remove:dc-0l.xxx.com
CEJSI SR
B AR de-01. xxx. com.

A& B TE R




image157.png
Active Directory B85
Active Directory FBFI &I
Active Directory SFfSEXE
Active Directory 3=
ADSI 3383

DNS





image158.png
2, DNs &85 - [m]
P HMER) EEV)  BEH)
e 2@ XE=Hm 83
£ DNs & xm g i)
| DTER I, msdes
T medcocom || J-sies
1 xxcom T
[ REESRE T udp
[ f&ES IpomainDnszones
[0 spieReE JForestbnsZones
Flessextiseam) THAERHE(SOA) [51], de-master.xxx.com,.. B
Elessesessam) BRI BINS) dc-master.xxx.com. BE
Flisgstsergm) A 202¢
[ (5 s2szi4e4am) E20))
[Fldc-master RIER) 10.1.1.200 BE
[Fldc-master ®E(H) 10.2.2.200 L





image159.png
. Ethemet0
> FIFBIRIRE

#7 Intel(R) 82574L Gigabit Netwo... @ In| B | ternet ISR 4 (TCP/IPvd) Bt

=

SERMETSHIR, WAILGRRERISR P, T, FEEAE
M EsEERNReEL PSS,

O BahERE IP 3EiH(0)
@ EATER P HIKS):

1P 38k(): 10 .128. 1 .200

FRIAEE): 255 .255.255 . 0

BRARE(D): 10 .128 . . 254
RS DNS RS ERHEIL(B)

@ =R @R DNS RS E):

#i%E DNS BRSE(P): 127.0 .0 .1

#£F3 DNS FRSR(A):





image160.png
C:\Windows\System32>net stop NETLOGON
Netlogon k45 IEFEFFIE.
Netlogon H%s CmiThfiik.

C:\Windows\System32>net start NETLOGON
Netlogon 55 IEFEJHZ) ...

Netlogon % C22JA B
C:\Windows\System32>ipconfig /registerdns
Vindows IP FLE

G2 (ML SEHLI AT ERCAR I DNS BHiCR . AEMIRAIRAEAE 15 /e fEd it bift sy .




image161.png
Internet iSRAS 4 (TCP/IPv4) B

=1

MPFETHWIEE, WIIEREHER P 28, T,

ERGEESNEEESN P 28,

O BaEE 1P i34H(0)
© EFETEE 1P BHS):
1P #8h():

FRAEBU):
BRARIR(D):

B8 DNS RS EiiHE)
@ EFTTER DNS RE|MBUHE):

Ei% DNS BSH#P):
=5 DNS BESHA):

OEsaeEasn

10

10

10

255 .

255 .

.128. .
255 .

.128. .

.128.

FEENR

201

254





image162.png
R EEA BT HRTRENERAT A

HENE, SRR
Ene: de-backup Q=iss
Ees: de-backup
A
TeE: 'WORKGROUP

Windows EiE




image163.png
RHEE

Hﬁﬂlﬁ}# R nE

. Windows SR MEREREFRAXaT S,

SHEHUBAD):
#iA0: "IIS Production Server" 5% "Accounting
Server”,

Ees: de-backup

TeE: 'WORKGROUP

EEREXOITEN, RETHCUARTIEE, BREE
B,

EHO..





image164.png
HENEAEAEN x

ARAILAE S B EFRES 6, ERrIESR ARSI
HiEl,

HEIEC):
dc-backup

HEnes:
de-backup

HfEM)..

FEF
@ =(D):

o0x.com

O IreEw):
WORKGROUP

B BUA





image165.png
Windows 2=ty

THEE/EEN

TEENEPRIMNIZI AR AS RIS,

administrator

e

G




image13.png
:\Users\Administratordping 8.8.8.8 -n 3 -1 140 -w 500 -§ 192.168.0.118

7E Ping 8.8.8.8 JA 192, 168.0. 118 B 140 FHHIEIE:
g 8;338 8 MEE: FrH=68 (E&5% 140) BHE ome THLe53

2.8.8.8 MIEE: Fi¥=63 (2&i% 140) A

Oms TTI





image166.png




image167.png
Microsoft Windows

IREE AN B A BN FRIX e

EFEMZE, BREE TR SRR,

MEVEHEA(R) REEHEML)




image168.png




image169.png
A EAEES

- [m} X
TEHE dcsackipmcon
sEssss
@ vr=z
—

B4 dc-backupaooccom HFTaERE

Active Directory 188855
ERSHEETR
RESETR
AD DS f AD LDS TH
Windows PowerShell § Active Directory ik
AD DS TH
Active Directory &Ity
AD DS EEB#THSSTIR

a FEAARASTATREEETNES. BRARESIET BN ESHEES". U
0 =EEsrEREaTTERE.

SHESRE

<t—#@)| [ T2 >

&




image170.png
AR EMIEES

HE

G
i

EERSEE

Q ez
I ———————————————
EBEE. ©F dc-backupoo.com IR,

Active Dil iz

TRASE.
BHESRIET R

inERSSEER
REEETR
AD DS 1 AD LDS TH
Windows PowerShell £ Active Directory &tk
ADDS TH
Active Directory &8y
AD DS SE&s HISSHTTH





image171.png
& Active Directory ElRERERS - 0o X

HERE dcbacup ssaen

EfthiEmR

B2

EEER

SRS xoxcom
TR ENEE
XX\ Administrator (SA5FEF)
AXBEEENTEES





image172.png
jegzlEnan de backup o con

HERE

BRI SEE

HEREONSESHO)
DNS 1R 2BRVGOE)

iR [] RisssIS(RODO(R)

e SERERS)

iy BAERREAFEOSRMER

TREHEE
=BO: . ]
e —
EEEEHRETTEEE

[ct=m] [F2m-] =20 |[ ma





image173.png
DNS IR

$57E DNS SREA
IEHRER

Errmm "
p=tlihian]

Be

BERER

EREHRES

&3 DNS SRENEHES

[« =@ ] [F—2m -]





image174.png
[ Active Directory HRSEENS

ELfhiEIR
au§§ag‘ EEANEERIPMIER
= [ AnEssssn
DNS IR
IEERMEMET
Be EHEF:
EEER
FREMHEE
EXREETEAES

| de-master.ooccom

[<t—=m] [F—2m -]

=20 ||





image175.png
iz:7ed

HERE
IR
DNS %1/

EE AD DS R, BRI SYSVOL 89S

EEEEEE(D):
BT

SYSVOL SZ4(Y):

de-backup.oxx.com
CAWindows\NTDS =
C:\Windows\NTDS =
CA\Windows\SYSVOL ]





image14.png
UsersiAdministrator>route print -4

15...0c 9d 92 Oe 45 39 . Intel (R) Ethernet Comnection (2) 1219-V
12...0a 00 27 00 00 Oc . VirtualBox Host-Only Ethernet Adapter
...02 00 4c 4f 4f 50 . Npcap Loopback Adapter

56 c0 00 01 . Vliware Virtual Ethernet Adapter for Viinstl

Software Loopback Interface 1

TS ZES B0 B

0.0.0.0 0.0.0.0 192.168.0.1  102.168.0.118 25
10.2.2.0 255, 255, 255.0 TR E 10.2.2.1 291
10.2.2.1 255,255, 255, 255 T b 10.2.2.1 291
10.2.2.255 255, 255, 255. 255 T b 10.2.2.1 291
127.0.0.0 265.0.0.0 T b 127.0.0.1 331
127.0.0.1 255,255, 255, 255 T b 127.0.0.1 331
127. 255, 255. 255 255, 255, 255, 255 T b 127.0.0.1 331
169, 254. 0.0 255. 255. 0.0 FEpSRE L 160.254.63.104 281
169, 254, 68. 194 255, 255. 255. 255 FEpSRE L 160.254.63.194 281
169. 254, 255, 255 255, 255, 255, 255 FEpSRE L 160.254.63.194 281
192,168.0.0 255 255. 255.0 FEpSRE L 192.168.0.118 281
192. 168. 0. 118 255, 255. 255, 255 TERERS 192.168.0.118 281





image176.png
BEIERIRN xmxcon

de-backup.oxx.com

wERE R
Ji— RIS BRI ooccom H— 51 Active Directory HIZSISE. -
DNS &R SESEFR: Default-First-Site-Name
RitER RET:
Be
=t
SEREHRE =EER =
NS 55 2
5 ONS R &

B dc-masterooccom

FEEZ CAWindows\NTDS

BB CAWindows\NTDS S
BILUSREARESHE) Windows PowerShell IZLSHTREES

BRATRRTERHRES

[<t—=m)] [F—2m -] =20 |[ ®m& |





image177.png
.. BiFRSE
FORFMEE debackupcoccom
@ FAEAAZARESERNEY. BRE SR TR, SRS X
éu‘ggi EBRBCAS ST AL BN Active Directory SES
RRUBER EREGRAS S
DNS IR
HitEm [OF:-— V)
B2 A\ Windows Server 2019 i8IS AE /" 745 Windows NT 4.0 BRSNS HES
. BEEAT UG, NREEHAE, SeTRU=SBEcENE IEENTEE
EEAT SBONEEE.

BRABIHRES, FSRHAETE 042564 (httpy//go.microsoft.com/flink/?
Linkld=104751),

A TRz ONS BEBNER, RATERISNENREEMNETRET Windows
DNS RE%, MRGESHA DNS BSOS, WEQSHFFNUEiZ ONS BE
BHOER, LBERSE oocom LSMITTREIER. BN, FAEENGEASE,

0 mrzaesss
@ FECASHESSENED. SRS R THese,
A NRFEE RS, SRS EREaNERENREE.

BREREUNESES

<E2@) | [F—2mN - =E() i




image178.png
EUSERRRIESR

TEFEEEEI S, ERZERIERT Active Directory 2.

XH(C)





image179.png
4|

‘Windows PowerShell

Windows Z2gu

Windows i+

Windows EETE

Windows SHAMER

‘Windows Server

Windows S
=

3

P =3

2

Windows
PowerShell

ESEER

FHEER

Py

Windows
PowerShell ISE

EE

IR

m

X ERETER




image180.png
@1 F emw 1Am smy e
Active Directory EFcy

Active Directory FBF I &L
Active Directory HFIfSEXE
Active Directory 355HIIRS
ADS| iEE

DNS

iSCSI BiEERE





image181.png
| T Active Directory Pt EHL
P RMFA) BBV REH)
.Q- LAR:A)-clf=INEN-)E

PRETES

[ Active Directory PPN || 277

) 11 Builtin
- £ Computers

(2] Managed Service Accou| 1] Users
(1 Users

(] Computers 141 Domain Co...
(21 Domain Controllers 1] ForeignSec...
[ ForeignSecurityPrincipal | 7] Manageds...

gl
builtinDomain
k=
BRE
k=3

E=

B

fik

Default container for up...
Default container for do...
Default container for se...
Default container for m..
Default container for up...




image182.png
MHHF) RIEA)  EE(V)  #EIH)

L 2| B 8G8R TPerETIR
3 Active Directory FRFHIEHHLI| 75 e e
11 Builtin builtinDomain
FRIEHIE)... BHE Default container for up...
BH()... . BT Default container for do...
EHIH(D)... . BH Default container for se...
ERHEE(C)... . BB Default container for m...
JRFHITIREREIA)... FE Default container for up...
BFENM)...
IDaw o o
S0 > BRA
EE(Y) 0| &
InetOrgPerson
RIFR(F) msDS-ShadowPrincipalContainer
SHFIE).. R
JEER) MSMQ BABIgIE
) hisdas it
FIEOHL
[l
S > IR





image183.png
FTERAS - RS
A

BHA):

x|

BhALFERRINHR(P)

G




image184.png
Active Directory FRFFIEHHIL [ | 7% g~ sk

[ tRepeoEi)

o XEGAEHARE.
1 Builtin

> (] Computers
5] Domain Controllers

» [ ForeignSecurityPrincipal
(] Managed Service Accoul

(5] A F

FIREEHNE)...
BEV)...
().
[ s
FRESK) ’ BRA
E) o B
InetOrgPerson
2 msDS-ShadowPrincipalContainer
BIK0) msimaging-PSPs
EREM)

< L e |

RSO L EE





image185.png
Active Directory PRI I|| g7k gl
[ tRepeoEi)
« &4 woucom XERHEHTAE.
[ Builtin
> (] Computers
(] Domain Controllers
» [ ForeignSecurityPrincipal
(] Managed Service Accou|

(1 Users
v Bl A8
= mEgi
EoMEE  EREHE.
BEV)...
().
[ s
FRESK) ’ BRA
SEY) o B
InetOrgPerson
25m msDS-ShadowPrincipalContainer
HIR(D) mslmaging-PSPs
< EBEM MSMQ SIS
[ — g:;’ o s
IO
BEHER) il

) I




image15.png




image186.png
s - A

& BT xox.com/xx/AB)/ITEB ]

) wang

&6 hai ()
PEEA): wanghai

FPEREU):

wang @xxx.com
FAFERA (Windows 2000 LUFIHRAS)(W):

X000 wanghai

< E—%(8)

T—H0N) >

G




image187.png
s - A

& BT xox.com/xx/AB)/ITEB ]

ERP):
WAEBO:

O T RS AEAERM)

O P AEERE(S)

OIKFERM(0)

<E—5®)

T—H0N) >

G




image188.png
s - A
& SRTF:  xoccom/xxAT)/TE]

{RPE TR, THIRIRIGHAIE:
£%: wanghai
FIFERE: wanghai@xxx.com

<t—#0@)

G




image189.png
Anternet vrxalkas 4 (ILF/AFva) =12

-
B
gRms T, N 53 , &%

BTG 1P Hiht©)
© fEATEN 1P i) :

IP (D : 10 .128 .1 .33
FREBO : 255 .255 .255 . 0
BRI D : 10 .128 . 1 .254

BT ons RS (E)
© AT EA DNs RSB

Bk ons REEE: 10 .128 . 1 .200
&M ons REEW: 10 .128 . 1 201
RS ©

BE B




image190.png
HEHE/EER E

TUEE&L:.#%%J’LE’]%?‘%DEE»—J%H TR RERMAME:
AR T

HENE©:

wang-pc

HESE:

wang-pc

Hih )
RET
@i D) :
xxx. con|

THEAM:
WORKGROTP





image191.png
Windows & S S T SR

HHEE/EEK
ERNEIRIA BRI SIS,





image192.png
HEHE/EER





image193.png
HEHE/EER

0 RS A BN R

BFEMZAE  BREFTEITTRSETTRARERE
.





image194.png
#% CTRL + ALT + DELETE Z5





image195.png




image16.png
Client Server

SYN

SYN_SENT

ACK; SYN

SYN_RCVD

ESTABLISKHED ACK

ESTAB@SHED

Time Time




image196.png
2 Wsers \wanghai>whoani.
poocwanghai




image197.png
- ==

T —
X5 WANG-PC
UEERIIE





image198.png
= EF

(5] Windous BIREISENGEE, SHETHEMES.
el SR Internet .

.

© smsEERaREs.

e B FEE)...





image199.png
@ =
1 @ BHEE > FESHERN > BN

SHERER

HERESEE
SECES SEIEES. BWIETERET, AREEDE . EXWE
o
B - 55
[ Advanced Archive Password Recovery 4.54 R{GHR Elcor

\all Apache Directory Studio - (remove only)




image200.png
] Windows T8¢ - o x

BRI Windows Th&E @

EESR—RIE, SEIASHE. SENT-MIE, SEAREE
. EREER IR,

||| NET Framework 3.5 (8% .NET 20 %1 3.0) A

osoft KENFIMSMQESESE v

=1 =





image201.png
“ i Windows T8¢

TEFERTFFFTEERRL




image202.png
 Windows T8¢

Windows BremiERaER,

Windows EESREIT SRR SAEROEAL.

pe——




image203.png




image204.png




image205.png
Npcap Loopback Adapter vEthernet (Default Switch) VirtualBoxHostOnly

Administrator

P RE





image17.png
Client
ESTABLISHED

BriERXHA

FinWait 1

FinWait 2

Time Wait

Closed

Time

Server
ESTABRISHED

FIN

ERIRIFHE

a&m&&
ACk close Wait
FIN, ACK
Last Ack
ACK
Closed
Time




image206.png
C: \Users\hdmini strator>
\Users\Administrator>ping baidu, com N
Ping BRI AEIEN baidu con. BREZEH, HEER.
C:\llsers\Adnini stratoroping 8.8.8.8

Bgz TR





image207.png
B Hyper-v =28

XD BN FEW EEHEH

=@ Bm
Hipery SR8 Yoper-y BIESEHAFEBEN RS BN TN an
Hyper-V E2E
BwO ¢ B =5
RS ERREETRI S RAROIEH - S torer-y BESEENIL
iy e 3 e B =

]

R ERLR

Eﬁxgﬁéggg%gggéiﬁmmﬁﬂﬁ*Liﬁv BRI —&




image208.png
B Hyper-v =28

XD BEW FEW EHH

ean

B Hyperv EER
i DESKTOP-GPACH33|

SR

B # CPUERE  SEHAE
TEHARS S EREHEIEN -

<

BES©Q

REEEHTE





image209.png
i DESKTOP-GPACH33 MUSHERaH =28

L R
EHR00:

Defaut switch
HEAD:

00-15-50-00-76-00 F 00-15-5D-0.

A

AR R AT
ShEFRIERE)

Intel(R) Ethernet Connection (2) 1213V
FEFEIRRER
MERIEE D

S HPIEREREM)

AEIRRER SR LA

SR LAN, BRI PR % LAN BT O Em R T
B nmﬁzs/nn@mm»
2

BIFR)
i) ﬁl@ﬁﬁ%xﬁﬂﬁgxﬂ@ﬁ NAT (RS M HRTEER IR T B 05

#EQ RHOQ ERE




image210.png
@ mmsm
1B suER > FASHEER > eSS >

|n
Npcap Loopback Adapter ~ | VEthernet (Defautt Switch) VirtuslBont
L Vs A s AV e
@ Npcap Loopback Adapter @ Hyper-V Virtual Ethernet Adap. @ Virtualgox
Lok

)
@ IntelR) Ethernet Connection (2.




image211.png
&E =20 $ =AE)
G Intel®) Ethern{  3x5(u)

12%0)
L C)

)
$ #20)
§ ==zv)





image212.png
O b e

P

R

2 Intel(R) Ethernet Connection (2) 1219-V/

LSRG TSR O):

EEO)-

(] Internet HRUEE 4 (TCP/IPvd)

T2 WicrosoR MECRBE ERSR Y
2. Microsoft LLDP HHEERIES
& Internet HFSUE 6 (TCP/IPvE)
- S SRR

[o T e |

boow

FHN).. =EU)

R





image213.png
EREATSRE O

[ % juniper Network Service:
O P

2. Microsoft LLDP HHEERIES
1 s Internet HRUEE 6 (TCP/IPvE)
O+ SBEEEIBRRR

<

EEN).. 20 BER
3
S Internet MY, BNNEEARHREENY, B
FEARMETERIE R,

=1 =




image214.png
L WY

a}' me\m) Etherne|

G TFIRE O)

2. Microsoft LLDP HHEERIES
1 s Internet HRUEE 6 (TCP/IPvE)

O 1 SESENETRLES

O 1 SHSENETEEE /0 BES

- Hyoer-V STy Bt v
< >
FHN).. =E)
3
S Internet MY, BNNEEARHREENY, B

A AR S A i





image215.png
Internet YHIARES 4 (TCP/IPva) BtE

=0

MRS, NGRS P28, ZN, FEENE

ATGEERREESN P 88,

O EEE P #HO)
© T B

1P 35ED):
FREBW:
ERARIRO:

SIS DNS BESBIE)
@ EFAFE DNS BESBIE):
i DNS BESE):

&3 DNS BEB0):

[mE-Esseas )

192,

168 .

255 .

255 .

255. 0

192,

168 .

14,

14

L1414

R





image18.png
© [ > BEEER » EAHES » Windows IKE » AVHIA vo|[==

AVFRIFET Windows BB TIBE
EEAN. EXEBST AR AL | FeE ENAE
AR TR A BN BEREEN

AR
B
R
[Bxasmganss
]
OEsilss
[=eEses
[EE==o
OERtaEssE
OmResE
[mb=== R
OEEsua=EE
OmRem

>

oollo g

oooooo
i

IDDDDDD oojole %

BV

SHEMRIAR)...





image216.png
B Hyper-v =728
O BER SEY MO

)
Hyper-V EEE
B B0
=% = uERE  sEIAE
TR LR
<
o)
TR





image217.png
i DESKTOP-GPACH33 MUSHERaH =28

<& BRI
AFEBEEMPR RIS T W7

2 SRFRERE
U mac #iEEE
00-15-50-00-76-00 F 00-15-5D-0.

etz 4] VL(S}
BRE—MFEEMNERE EEMEMIE A, LB o




image218.png
DESKTOP-GPACH33 MIESHISEEIEES

EWTES N L EEHE
2 SRR
% Default Switch EHW:
P g il

o SMPERRRALL
Intel(R) Ethernet Connection ..

2 SRRERE

U mac #iEEE
00-15-50-00-76-00 F 00-15-5D-0.

FEIR) Eihermet Connecton (11215

N
R A R ”
CRHED
O #RmHE
i
O B ERARRRIN LN R0
2
)
WHO HR®





image219.png
RFEREER x

A NSNS R

ERBRLERE, M BTSSR,
AR AEAREE, RERE
EESEAEHTEY, UREESHER, FUAER
AEBERUEREEE, SAREE

0 r=samze ED)




image220.png
DESKTOP-GPACH33 MIESHISEEIEES X

g R EERRIE RN ST i
SR SRR ARSI,

RS T— SN,




image221.png
DESKTOP-GPACH33 MIESHISEEIEES X
@ R EERRIE RN ST i
AT ERRS,

SHEBLUAFHEEEE Intel(R) Ethernet Connection (2)
1219-V BABEE) Microsoft SHIBERTINL.

=0 E 1)




image222.png
1 E > BHEE > A
50 v EAERESE  pEE

M. Npcep Loopback Adepter
=

@ Npcap Loopback Adapter
= LA
A o

S Intel(R) Ethernet Connection

= Intel(R) Ethernet Connection (2) 1219-V/

A TFIRE O

EEO.

& Internet HFSUEE 4 (TCP/IPvd)

0 4 Microsoft IS SERBS SN
2. Microsoft LLDP HHEERIES

& Internet HFSUE 6 (TCP/IPvE)

- S SRR

o SEEIEETUREIE 1O BRS

20

EER





image223.png
B s
1B suER > FASHEER > REsE

SR ERMAESE  SERNEE  ESSiEE  SELSSORS

Npcap Loopback Adapter = Ethernet Defaut Switch)
s28 L " e
@ Npcap Loopback Adapter @ Hyper-V Virtual Ethernet Adap.
oy R VEthernet (hBEHEENT)
BER

@ IntelR) Ethernet Connection (2.





image224.png
AR R R AT
SHEFRIERE):
Intel(R) Ethernet Connection (2) 1213V





image225.png
HEAD:

T wac e
00- -00-76-00 F/ 00-15-
e
U RE275
@ saEsme:

Intel(R) Ethernet Connection (2) 1219V

O P
O &RREE

waND

| [ @0 |





image19.png
TSRS

RNOARSS R
CIERSEE

REREERESE




image226.png
| S QEEEIERL
AREBREMPR RIS AL W7

S
T
A

BRI,
Ts




image227.png
 DESKTOP-GPACH33 MUEHIZSAIIETESE

ST

L R

< SRR
% Default Switch
iz
o ShERERH AL
Intel(R) Ethernet Connecton (2) 1.
L ABERE R
RAZ
2 SRRERE
G mac HhiEE
00-15-50-00-76-00 F 00-15-5D-0.

A
AR R R AT
O SpREEE:

Intel(R) Ethernet Connection (2) 1213V

© MER
O &RREE

waND
O AEIBBERGSRMEN LN RV





image228.png
1 BAER > FESHNEER > FEEE >

SR ERMAESE  SERNEE  ESSiEE  SELSSORS

~ | Npcap Loopback Adapter ~ | vEthernet (Default Switch)
L Vs &/! BER
@ Npcap Loopback Adapter @ Hyper-V Virtual Ethernet Adap.
Sy Lo VEthernet (TEEHCEENT)
§/~ s EERS)

@ IntelR) Ethernet Connection Virtual Ethernet Ad:





image229.png
B Hyper-v =28 - o X
THEO BER BV BEH

PR un EpacaeE. |




image230.png
M sEEnnas

= HazE

BT S R o (TR A B BN IE R - FILLRN R
T 1. RIS Fper-V EIBEBARLE -

pran EEOBRENL, BT TSR
B L e 1 M e
PET i S Lok ot i)
AR
S
e
=

0 FESTHAD

FRRE)




image231.png
B FEnas
L] HEESHNE
AR R -
2 EHRTE Hoper BB « RIHERART RURSIENNOET, IRERERARARNE
R e ]
i
oo A THRRRRAS SN IRERSATIS, B SRR
B BRI RS
A DELEEUERNNEES, WERAAESTIRSAE- KEABSEE
i e





image232.png
B fEERs

A RN

EEpE O 5—ttw

B 5548 32 (770 64 sk RiB1ES
HERTE

AR TTERTE FHANTER) Hype

mER TETTETAL TSGR, RART e R 8
EENEE (g
s A BRI BERR, REAEREE

i





image233.png
= aEeE

Friaz A
fgERinE
AEEftE
RIS L)
EmEREE O SFREEEINAES LT BERRE RN R REIETE
R

TR
i

SERMFEEITE 32 VB B 1258231208 2]





image234.png
= RERE%

FHEZA SR RS —MFRIERES - PRI RERE SRS RN,
fgERinE e
HEEftan EEO): SRR

SEATE

R
TR
i




image235.png
R =00

Flazh ERNEERATE, UETERSEs. AUCIETER, CIURSE R
AR s

HERET © eREnERO)

s

ARSI VHDX rsy BaEnima,

ZRM): [vm-Centos7.vhd{ ]

@B(U: [DAHyper_Vivm-Centos7\Virtual Hard Disks\ ]| s

HNS): 8)

O EFmAErESU)
EFRIETTERSEIAH VHDX SRS,

Ci\Users\Public\Documents\Hyper-V\Virtual Hard Disks\

O LUSHmEsIES(A)

<E—56) £




image20.png
BfriREE
WIN-VQ7KBINOJKT

BESAENRREEE, SERSWEE, RESRBERITTEERGRIHE LT EMIL)RE
BEZE0ES, BERSWE.

EfRES, BERSWNEE , BHITATERE
EartismeinEms

TEREZET , BERAERLU NS

© EERKFERNEEEN

© B5 P I SRS ECRSRA

* BM Windows EfiztRiiti=2 S5

AMRMRYIBDEER Ok DAMEMSEREN | BXARS , mlxsRB , #EBRNETHS,

Bl e,

[ EUAER HEBETHR(S)

< =0 | | F20) > =20





image236.png
= wgww
FrigZ Al SIRIRREIRENEAEIR, WEIAZERss R, NEtaElas.
ﬁiﬁﬁiﬂ(iﬁ O LUEEssEEsD
fEEfE
HENTE © NEIERHIBMECT R RS (M)
[zt =
e A e T — R
e
fE O NETRENZEREBTEEIERHE)
<E—5$6) FRE)





image237.png
B FEESgsmnnes

FHzH R T IR - AL TSI
[ it
wEh o
s fifr ft
i oz
e [ T
B B D:\yper Vim-Centos7\rtual Hord Diksvm-Centos?.vhde (X, 754D
AT BIERG 15 0:\Cent05.7356_64 Himal-1905.50 202

EEORZENNFZAES HRE T

<E—%6




image238.png
Ha Hyper-v B8
T BEA) BBV BRI

ez
B Hyper-v B2
B DEsKTOP-GPACH33 | | =)
=5 cuEmEE  sEmAE  EemE





image239.png
=
KTOP-GPACH33)

oy s cPUERE %

BEE- [y

P





image240.png
[ DESKTOP-GPACH33 _E vm-Centos7 4328

m-Centos7 v )
2 WP -
I e
EEHERNEI RN R
RAME):
i

1A RIEE
= G0 scstEHE
- EEIEEE
os7.vhdx

VD 3
7

U Ramidme
ShERERI AL
L=
[ &%

ARE] LSt AT L R B AP 7 B 8 B E P ST
BRHENEE

Bl RAMOD:

Bk RAM@):

ETE Hypery B IREVE MAIFITFE b - Hyper-y AL
REENEAIFIFE >

MTHESEE):

MTERE W)





image241.png
vm-Centos7

& B

SEs
R ovo sgEh3E i

£
Ssednan T
DG T B SRR e
096 1B
o ams 0 BRI
LIRS =

= G scst {2
- BRI





image242.png
vm-Centos7 ~ o

2 WP 9 =2
Iz 3 -
RS SRR SIS TR A
mE=GEETEG)

Microsoft Windows





image243.png
oV EEE
ESKTOP-GPACH33|

CPUERE  SENAE

Im-

BEE)..





image244.png
T “vmCentosT” E3EH

EEEENENL, E IR REPRAE  BEh”





image245.png
>>Start PKE over ITPu4.

Hyper-V"




image21.png
N oo SiESE
Ji}%ﬂ‘%?ﬂ WIN-VQ7KBINOJKT
FHazal SRR, (FRLMEIEEE TR B, S RBHEER (VHD) s meas,

© EFmeET g
BIRNEE, AERSMIEERRER MRS,

[OF =T
FENSEEREN(V D) BB ERELUEETEMNRET S ENSERE,

[c=0] [F2m > ) B





image246.png
R OBEA) REM)  BERRC SE(V)  EEH)
B DO@O n i o>

.= Microsoft Hyper-V UEFI

Virtual Machine Boot Summary

2. Network Adapter (00155D007601)
A boot image was not found.

3.5SCSI Disk  (0,0)
The boot loader did not load an operating system.




image247.png
Install Cent0S ?

Test this nedia & install Cent0S 7
Troubleshoot ing -->




image248.png
- 5]

A BTSN AR, MRS, S ETELR:
R
feEf
p—_ O NIRRT SRR M)
AR
SRR EN
T

iE O NETRSHESREBSRERE)




image249.png
) DESKTOP-GPACH33 | vm-WinServer2012R2 8528 -

vm-WinServer2012R2 v 4 o
EE
2 PTUEREA CODYD YEEH AR SCST M £ R NBIIH IR ST 28
N eSS i & 3 N
Jo ERIBLARIENEEISAT, KRR
=seooen —
w
1341
o wes
B
e 20182 hdx
0 mEEmes SR /S, LA Ov0 M ERIE (R O BB (soISI e





image250.png
Bl
EEIREER

=3
EEENDERA
- P

o wes
1A RIEE
= G scsTiHIE
- EEIEEE

VD 3EEREE
RIS TRIEHIES L% CO/DVD ENSEMIE -

FEHIEm: uBO:
SCST{2iIES v 1dER®)
i
AEEE S CO/DVD ENE—IRERAIRA -
O %0

© MBI

[c\RE Tien_windows_server_2012.r2_ith_update_x64_dvd_6052725.i50





image251.png
Shemeen

- P
1024M8

o ez
e
= o scstfaniz

e e

o E

IR
B BEHRAE

i EETH TS TR IRRES) -

[ETHEHW)




image252.png
R
&R R CPU AR HEHAEF EfaEE
B mcentos?

BEE- [y





image253.png
Gl scstisHiE
gﬁ!&ﬁﬂ&!ﬁiﬂ%iﬂ CO/DVD SEENEEFAE] SCSTHEHIZE E» AT LU BB ¥BR% SCST 1]

BEENEE2EE, AAREERN'E)

=3
EEENDERA
- P

1024M8

[

VM WinServer2012R2_AESID0E-AE4,
VD IFEheE BIEEhSENENSHIE 2 FILRBTEANENB L EREINER, WAl B -





image254.png
- EEIEEE

RO

Elft
BENRE B

=3
ZE BENERR
7

higE

T ERIEE
ST HEHIE

o WEIEENE

VD 3

ARAlLL B e R MBI ANAT T =, - MRS DS T—MBERS
AR L LR

FEHIEm:
SCST{2iIES

it

furEL):
| 2R

Mg

AUFERESR i TR & EFERNRRENER - EiEER





image255.png
EY RN

FHEZ A RO el e e

AL EiETETAAS R AENIR A
EEFR R R  HL S T

BRI AT R B i AT
FRIRRS S - iR HERTIRRZ R (BREmE

FaAEE RS
TR TE

HIS— R 7 AT AR fREILET
L4 LME‘MW/AKEEE& FiEFid
mnmmmmm ,VHDX)

o





image22.png
EERRRS S W e

FHAZH EEREEAEIIRRRSSARENER,
TR

BIR 1P et BIERS

WIN-VQ7K89NOJKT icrosoft Windows Server 2012 R2 Datacenter

R 1 ANEN

WRER T IEEIET Windows Server 2012 #IIRS SRR R B AR S S EER-P &R RIRS
OISR, BRSNS B A SRR R,

<50 || F2N) > =20





image256.png
EY HEESRIE

FrigZ Al eI £ o
1 i e ————————
[ {8 |p:\Hyper_V\m-WinServer2012R2\Virtual Hard Disks\|

i

<E—%6





image257.png
FHEZA ARE] LB R A ERIE B RIS o
iz zsicesid]
AeE R E

O ESiEEEENNEC)
R o

i

O ESHEEMEMESNNEV)

<E—%6

FeRRE)




image258.png
Friaz A

iz zsicesid]
fgERinE
B

= RS RENRERS

AREERNFER THEENERO5 MO ToIEER -

i

(=
2
=
E
o

DX
BEFAd

Vm_WinSer2012_newdiskz. vhdx

D iyper_V\vm-WinServer20 12R2\Virtual Hard Disks
568

EEUREZENERFATNS LT

<E—%6





image259.png
=z
T BEN  REM EREC S8V K
B OO n i 5|[HFH

N EEEE >

4 2% (6)

e =
. B -

DVD R (0)
> IRS_SSS_X64FRE_ZH-CN_DVO
7 2scemm, wace 0FT AR, H51668





image260.png
Windows IREIFFEANER , HIRTFFELNES.
R, T Internet HE.

mroffmm ]

& RS,

=) o





image261.png
XA BER
) 00

M)

BREO BBV M)

nwf S &

MR BN BBV FEH

e @ Bm

= [#5 [=2 [zez=s [#s =8 TE=E
= =) 3 RSEF (. 300MB 300MB
= = =% HERF (. 99MB %9 MB
s © = == NTFS HERF (. 394868 208268
|3 IR5_SSS_X64FRE ... & =3 UDF PERF (. 5.17GB omMB

|
©

99 M8 30.48 GB NTFS

AREEIT (EF] B || RERIT (), TUELH, B088HS, -

300 MB
HERT FESK)




image262.png
=2=.e0 s S0u VB =2 VB 5945 G5 NTI
Bl BRERTF RESK) || RERT EF B || RERT (5

Bl

2GR EHL0)

e (e
=R
2EH)

@ me1 L
o

| B B2




image263.png
39.88 GB 300 MB 99 MB 39.48 GB NTFS
Bl BERT (RESK) || WERIT (EF Rt || WSRIT (25, TENE, 08,

@ mE 1
= @
50068
P

B#L0)
EEP)




image264.png
SRS A FRES EA:

MBR(EEFIRM)
GPT (GUID SE)(G)

R FAREIEAE) Windows S7RE] GPT SET¥At.





image265.png
23 ©
3988 GB 300 MB 90 MB 39.48 GB NTFS.
Bl BERT (RESK) | WERIT EF R || WSRIT (25, TENE, 08

S ogm 1

497 GB 49768

W55 0 5K




image23.png
RS ERE WIN-VQIESNOXT

FrazE FEE RS L RSB,
=EEE B fiE
[ Ere— N T T
_ [] DNs BEE B, EFSEMEEH RemoteApp
B, ICEnESRRs R
puH] L Hyper-v EEETEURETSE0SmS
EReEES [] Web BREFS) =,

[ Windows Server Essentials {3
[ Windows Server B35
[ Windows 2RSS
[ FEESS
[ $TEDRIST RS
[ #Emsms
[ REsRmAbARES
b [ RIS (1 AEEE, £ 124
i
[ imEsia

AEES

W B

< E—50) | TN > =20





image266.png
= ©
3088 GB 300 MB 90 MB 3048 GB NTFS
Bl BERF (RESK) || WERT EF R || WSRF (35, TENE, 3088, =6

%G ()
497 GB NTFS

HERF (EHE)





image267.png
=z
T BEN  REM EREC S8V K
B OO n i 5|[HFH

N EEEE >

o 4 ST (6)

330468

493 GBI,

349668

DVD R (0)
IRS_SSS_X64FRE_Z
0FF AR, 51




image268.png
e Hyper-v 58
T BEA) BBV BRI

e f
e
&R BE CPUERE  SEMAE
B w—Centos? 4
B imoiinserverzoize ER o 572 15

BES©Q

REEEHTE





image269.png
% EESESHS

/' ERENEE

A
=TT )
R
i - EREEN BESHERNOT EIEROENES -
- SEREE IR avhd) v«
- SEREHE AR B M BT BOE LR

<E—%®)





image270.png
EFRE

A R TR
EiE [OF5:]
R REERAER
mEE
=





image271.png
FRENES

AR BRI B
ELEoH=N

<E—%6

i




image272.png
Friaz A

A

BB
B

/ AR AESTPRIRTE A W [0l

AREERNFER THREENEROS - MUSHTUTER -
i

BIRA: vm_Winser2012_newdskvhax (DX, BREAVN)
#E TR
BE FRENREN e

EERRREHAANS HREE T

<E—%6





image273.png
[EEE
XHP BEN AV BERC EEV K
D®O@O | n»|f > |2a

PACH

R BEA) BBV EEH)
e o B BXSS Q@

% (%8 EREE [== [Tm=n [%am
=] e 3 HERE (. 300 MB 300ME  100%
= e =% SRR (. 99 MB S9MB  100%
s © = == NTFS HEEF (. 3948GB 2081GB 76%
|3 IR5_SSS_X64FRE ... & =3 UDF BEERF (. 5.17GB oms 0%

oA (E) = == NTFS SRR (. 497 6B 434G8 9%

=5 ©
3088 GB 300 MB 90 MB 3048 GB NTFS
Bl BRERF RESK) KR (EF RASE || RERT (23, TEXH, 308865, THK

[HmE (€
7.97 GB 497 GB NTFS

BERT (EHK)

1170)
EEEERE)

BERIRTHENSIEM)
EHEHESHBEO)...
AP,





image274.png
18 VC_redist.x64-msvc-170.exe

18 VC_redist.x86-msvc-170.exe

& veredist_x64-vs2008-vc++9.0.exe

) veredist_x64-vs2010-vc++10.0-sp1.exe

18 veredist_x64-vs2012-vc++11.0-update_4.exe
18 veredist_x64-vs2013-v++12.0.exe

&) veredist_x86-vs2008-vc++9.0.exe

) veredist_x86-vs2010-vc++10.0-sp1.exe

18 veredist_x86-vs2012-vc++11.0-update_4.exe
18 veredist_x86-vs2013-ve++12.0.exe

2022/3/19 22:16
2022/3/19 22:25
2022/3/19 22:26
2022/3/19 22:23
2022/3/19 22:18
2022/3/19 22:16
2022/3/19 22:27
2022/3/19 22:23
2022/3/19 22:24
2022/3/19 22:24

RIFBER
RIFBER
RIFBER
RIFBER
RIFBER
RIFBER

24,722 KB
13,405 KB
5,089 KB
5,544 KB
7.019KB
7,032 KB
4,378 KB
4,882 KB
6,401 KB
6,358 KB




image24.png
HEEEINRE

FHEZE

TR

IR EE

[RSERE

EEERS
AEES

IEERERENAIRE R FR— A REANIRE,

BfriREE
WIN-VQ7KBINOJKT

he =3
L =0 viiuows uvEus R e ~ .NET Framework 3.5 5547 .NET
[ e TCP/IP S Framework 2.0 API ESTIREFIFIT1S

= BUBESHSIEA KB
mESC BERCSENNEERE B
[ BSHFESES AASHES , STURGTI=0E
O st & URRy SRR
o,

[ MeEssFE =
[] 4 LAN B

) [ HEB

b [ BEREOEESE Q AERE, #34)
[ $68% Windows ESERUSEIS
[] BEESER

) [ SERSEEEIR
mp=-t -
w0
[ ewmeE -

< [0 B

< @) | [F2m) > ()





image25.png
‘@%}E;EH E% WINVVQ7KEB;NOJKT

FrAZE IEESERSEETSOSAFEEIENL. RemoteApp BFURETSENETHAISA, BT
TR

IRSSHIEE

RSERE

IJEE

BEERS , AFTLUMEIRERERERM Internet IHEITRERE,

< 20| [F—=m) > ) s




image26.png
EERAERS

WIN-V

Froaan PEERERS S SBEES

=) s ik

PRSSREE - ; ERATRD E17)
- L] m2selll Web i) HEEAESEEES

ESERE EEAESEEL EFRERLITE, 4L

e [ mRSmEERE S

et

TSRS [ R | =

S

A [ iR

< E—(p)

T—2N) > =20





image27.png
WAL AR S QTG

FHazal EEENARSRE FEU TS, BEREWE, FRE R
TR [0 NRTE, SanSHENERESSE
RSEEE FRESTERE FRTIETEEIEETR) , BACEMEEXEEE, NRAEERIEXLnEl)
== B2, BEE TS IAEREENE,
BEEERE
EEERS mERsEEEIR
= BEEETR
BERS R e
. sasmerIa
ITESETSETES
IEESERS
IERESEET
IEESESEE
SHERSEE
IEEEAREE

T—N) > =2(0) B





image28.png
ﬁﬁlﬁfg WlNrVQ?KEB;NOJKT

EETIHE
A ThagZa

—————————————————————————————
HEERESR £ WIN-VQ7K8INOJKT FEHEmiEE. (RU/REHSmEmRS S8 s,
IRER
nERSREETR
ABEETR
nfESEEES TR
IESEENTR
ET— smams
AZRERRS
TSR
mESEEAEEY

ARAIAR B ST AR EEETAMES, BRREAEs S4B 5
EEASHEREITTHRE.

SHESRE

", LA

<50 | | TN > £z





image29.png




image30.png
=m =5

+ (> 2aER » Faf=e » EEIA » v o|[mreEIn £
e = - 1EEH m EYN
= RETS 2025/12/211549 e
=@ # Embedded Lockdown Manager 2014/11/2213:43  teEER= 2kB
BOHRNTE & iscs1 mEER 2013/8/22 14:57  HRiEA 2KB




image31.png
| SHER > Boilss » EETE » TESERS v O | BERTESERS"

B = EE Sl

RD SIS 2013/8/22 14:45  BemmR
4] zEsmeneEs 2013/8/22 14:45 _ bemnst





image32.png
BIEA) EH(V) FEH)

B BERS EIEE BE

WIN-VQ7K8INOJKT B
RIA(R)

SEREN)..
SEFARED
HEBSES)

BEV)
BIEIRES(0)
HRXRES(D)...
EEFELEM)





image33.png
EETE(C):

fi=u

=k

SEEEROEX)S):

Web 588 v]

JE#EEF| Microsoft Clearinghouse s, MNRIFANERSEEAEE
A1 Internet , EARAILUBIE S —&TEHIAA Internet , &
BEriE,

EAIEREE—GHE Web JISESEAEARE Internet RIS,
BN —EEEERNFANERS .

& ID:

00252-80027-74007-AT023

VFANEARSSRE ID:

SREEFANERS R

wE B





image34.png
RIS, ARSHHESIEXES,

)

& (E):

Ale]

ER(EX)(R): +E

test

test

test

Y

EATERNRIESENEIF AR ARG RER D B R,





image35.png
Remote Desktop Services

Home FAQ Contact Us

To visit the website of a specific language, select the Welcome to the Remote Desktop Licensing website. This secure site is designed to help you manage your license server for Windows Server to
language, and then click go. obtain Remote Desktop Services client access licenses (RDS CALs). All information collected at this site is used to help you manage your
ed) Go Remote Desktop Services resources.

Chinese (Simj

RDS CALS obtained from this site are subject to the corresponding Windows Server EULA.

For more information, see About Remote Desktop Licensing Management.

@ Activate a license server
O install

ient access licenses )
. 3 [more info]
O Reactivate a license server

O Manage client access licenses





image36.png
Remote Desktop Services

EHEFOIERS SR, EERHUTES.
AEESETUEESHISE ().

BEE TESEENEER TAETH HERSE

" AILAEERIFE 1D,

7o ID:
[00252-80027-74007-AT023 P La

a8 EF(HE):

[test J* (=2 )"

(=

IE
2





image37.png
DESEENSEENEENER, BRARMNEREREER, ARG T2 . NRESHTEE, B8E 't—5" .

7=& ID:
|

00252-80027-74007-AT023
PE:

test
ER(EX):
hE

(=

IE
2





image38.png
Remote Desktop Services

B EENTIRERSSAETEK, BINERERFAZE,

BER "DESEFTIERSSHENEAS PENCTINERS D A

EEREVAEREIR ID NFINERS S L REEFHNDFIIE?
00252-80027-74007-AT023

o

o





image39.png
Remote Desktop Services

EREFTE, BERMUTSE. B TESEENEER" TN "LEFIE" TLEIFINERS D, ER5AMIREA Web J5SsH
(Windows Server 2008) & Web 31538 (Windows Server 2003). E@XUERs %, BIE "TESEENEES" TEN MR Fe e "B | AEed
" SRR,

AEESETUEESHISE ().

FONERRS R ID
‘K3K72-WXYH7-QMB'I'I'—V2GXF-K4R67-M37PM-JGD I L@

vronEE:
[N V]

A ERBX):
‘test ‘ * =] o] *

(=] =]





image40.png
Remote Desktop Services

EREEFRNMFTE, SEIZHUTER.
TEESFERUEESHISE()

FFAnERRSS 25 ID
K3K72-WXYH7-QMBTT-V2GXF-K4R67-M37PM-JGD9H

-mi=a
P

[Windows Server 2012 i ERS ERFE ImAIEARE
ey

6565792 .

[

IE
4





image41.png
Remote Desktop Services

DESEENSEENEENER, BRARMNEREREER, ARG T2 . NRESHTEE, B8E 't—5" .

FFAnERRSS 25 ID
K3K72-WXYH7-QMBTT-V2GXF-K4R67-M37PM-JGD9H

e
Windows Server 2012 iEi2 REIRES SRFE I AIE
by

test
ER(EX):
hE





image42.png
Remote Desktop Services

EAEENEFEAAFIES R, BIMEREEASE,
BER "mESE CALZEAS" FEARFIIESZHES D :

VONERESHEEEL TFIIERSSR ID:  K3K72-WXYH7-QMBTT-V2GXF-K4R67-M37PM-JGD9H

BRI SRS EF IR ARE (RDS CAL),

LR





image43.png
BEA) BE(V) #EH)

B BERS EIEE BE

HRXRES(D)...
EEFAREM)





image44.png
w

RiERIRSENEDS

EESETIE | TRESEERSRRLAER Microsoft
A

VFANERSRRAIIEARIEZ S | (G AZ S AT AiE.

SMREFRANEFIEIZ A RD SEEHEK RD EHUCENARS SN
RER)EAZIC =S EEMTIIENEREFANERS |, RD

SIEENA RD EULENIRSRRISE HESREEEFRE
#®

< F—5(8) [ F—2N) > I





image45.png
FErSer (o)
ﬁgﬁsﬁm&. 3

SAFANER | HYFARERS RSO ERTA IEFATER Microsoft
Clearinghouse,

EEENERENERTE , BRERTANERS R B AR SR R,

EEFIHC):

Web 5525 v

fi=u JE#EF| Microsoft Clearinghouse F3s, MNRIFANERSEEEE
A1 Internet , BARAILUBIT S —& T EHIARA Internet , &
BEriE,

=k EAEEE—GHE Web JISESEAEAR Internet IS,

BN A — =R EE RN ANERS .





image1.png
= EE

(5] Windous BIRESENGEE, HIETEMRS.
SR, SR Internet 8.

FFHO:

L ...




image46.png
VFANEBRSSERENE

BAIFANERRS R ID.

ERDFNERS | BRI NS EE RS

EESTRMIRE , (REERET=R D, RS D2

https://activate.microsoft.com

00252-80027-74007-AT023

TERESEEINE FesEIE | BE NERERRAITANERS ID(A).

k3K72 'WXYH7 QMBTT V2GXF K4R67 M37PM JGD9H
<=0 ||[F2n-





image47.png
IEESMRRSHENEDS

RE SRS RS,

W
BRI ANERS R,

EEEFE, BRE T,

EERTIERE , BER AR IEREnS Sk
1, AEEmE T,

ZENEARFAIEZERS(S)

< E—5(8)





image48.png
RRERBFIERRAS

ERSSEIFI AR RS mE RS L.

AFEERENFINIDELS S (BRIT ST ARE B ST
WEB)AREEAMtES,

WANERSFERE
BEE: test
pe=: 920 Web 528
YFAREA R FRNER(ZEME)

EETRERSE , BREEE, ARRINFINERSE B
SHEER ERTTE R,





image49.png
FMEFEIFIEEAE
RtEFmFIEERS D,

EBEZETANE , SN MUEHITE S EE RSB FANES A ID:

https://activate.microsoft.com

EBFENTANIEEAS D , SEEEAEMFIETRIGIEN , TE~RE2E, Enterprise Agreement
=& Select License)lRIFHFARERFHEE.

FEEEFRFANIERSSS D, /RENFANERSRE ID 2:

K3K72-WXYH7-QMBTT-V2GXF-K4R67-M37PM-JGDIH

NEEsSEE R TANESAE ID Z/5 | & MIEFRAM D,

DY86H VQITF W7RKB | D89T2 YF3W2 FBBWF 97W3Q

BT D, WEMAEE , ETRERSIFANEEEREATS Microsoft Clearinghouse 3#HT
B

< E—5@) |[FN)> BUA





image50.png
EERFFITERRAS

RESEARFIE=ERS,

W

BRI RENFANE,

< E—5(8)

A





image51.png
BIEA) EH(V) FEH)

=i FrERES VFANERRASFIZEE WANER  FENESE WA BiE ELisE EHe D
[ WIN-VQ7K8INOJKT C1Windows 2000 Server - PIE TS i CAL RE TR TR 0 AAITH 2

?Windows Server 2012 - B2 RDS S CAL MEYELE 100 100 o Eer] 3





image52.png
e R S
FA =B

- 1 [l maER » Fo=e » SELA » TESEES v o) [ ExmesmEs

& e B - e2Em som ETN
b T | ro s 2013/8/22 14:45 _ bemnst 2k8
W == e mEAEETEEE 2013/8/2214:45 AT 2k8




image53.png
XHF) BEA) BE(V) FBEIH)
|

RD £ K2 (WIN-VQ7KBINOJKT

@ R0 ERHEFREOESANTRMNLERESEIIRS ST EAITEE .

© R0 ERLHREFARLESASIETIRS SO MIENEE . lal

ARLASEINRSSREFAES

ﬂ VIN-VQ7E89HOJKT

U ST AR TS E 100
AREAASETNRSEMA:  Vindovs Server 2012 R2
Active Directory i: TEMA
HAH: sREP

REE Em

RD FERHTIE FAR AN AEREHISE





image54.png
< BRATO) N =E(H)





image55.png
] &2 ROP) EREREREENRSE

L—MNREP) | | FMNREN)

O #mE(Q T

© BERE

O E=A(D)

FHOIFE: [Windows Vista RELLES

B =

=2= [rop . [ e e e

[ERBES ] RD SETIRSE ANEESS.

WFRpEEERE.

AN W EEREIAE e ERS] B RasIn R 4




image2.png
&P HEU KMS Activator

B rahibRE (] KMS38EEL]

RO0/ARIEKMS 38R F ]

g





image56.png
MR SR TARIEET Windows Vista BiAsk Windows, SiEslRis
BHENESHISREBRIHIE, VASREIRR,
FBF:
BRARHINE EE AT B ELREEE.
E
BRI ESEERITEHL(D)





image57.png
HRSHHIEEIR,
EROBEMAESS

TS 10.99.1.12

XATBEEMT CredSSP MIEHURREIE,
EETEFRES, B https://go.microsoft.com/fwlink/?linkid=866660




image58.png
XHF) FEE) BE(V) WEEA) ®EH)

HEIHINHKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System\CredSSP\Parameters

v | Policies IE=: el i

" ActiveDesktop REG_SZ UEFIRE)

> | DataCollection 34| AllowEncryptionOracle REG_DWORD 0x00000002 (2)
" Explorer N

> Bt
' NonEnum
" Servicing

v | system

1 Audit

v | Credssp

~ Parameters
N T





image59.png
ISKPART> detail partition

X 1

A 07

Bak: 15
w7

- Yifiiks: 1048576

FS KE

K

K&

=

B

% aad LTR 5%
E 0 G WD_1T

NTFS  REHE4rIX

931 GB IE#




image60.png




image61.png
;ﬂ,ﬂ@ﬂi

]

[ mamis s —ieme

EATFRESRERE
[ srasem. Estmgirpo

FREEHIEE





image62.png
Pi-=+3

L)

. AR (C)

- sumsungSSD (D7)
- Hitachi (E)

£ cD IR (F)

~ WD_1T (G)

~ VMstation (H:)

3
15 ANRE

% % %%

v IR (8)

WPSRIE
MEFAWPSMIE

sumsungSSD (D2)

WD_1T (G)

I

o 338 GB AT, #0931 GB

‘M
‘?ﬁ

EENE
MEETEENSZ

Hitachi (E:)

o 211 GB AT, 465 GB
VMstation (H:)

o 156 GB AT, 465 GB

v O | I ek g R

R

&

AR (C)
126 GBI, #£232GB

CD 3w (F)

(e (*

I





image63.png
7 )
B\ e

7:22




image64.png
£T 28 iat ) o
G T LA REAY

BEBFIR RN E

7:24





image65.png
EHEFES

XigtE=l

® BEfEdE LEiEE R, E)

‘@ s S (R, FE)
Windows HRIBIESFIXIFE IR E HER R SRR,

& ES

: iR

0 &5
B Nl
—ENE—X =S
Sisk 2023/11/17
KHE 20235ENF17H
b=l 724
il 7:24:40

EREUEREL





image3.png
REREERSEE: 10.0.17763.557

&% Windows(R), Professional edition

##%: Windows(R) Operating System, RETAIL channel

B0 ID: 4de7cb65-cdf1-4de9-BaeB-e3cce27bIf2c

ISR ID: 55¢92734-d682-4d71-983e-dbec3f16059f

7 PID: 03612-03308-000-000000-00-2052-17763.0000-0712020

FREHEEE Retail

S0 1D: 467627297845140128954601700085970110649100953008542379939189844
EIES URL:
https://activation-v2 sls. microsoft. com/SLActivateProduct/SLActivateProduct.as
mx2configextension=Retail

IE URL: https://validation-v2.sls microsoft com/SLWGA/slwga.asmx
BHFREE: 3Ve6T

FERERE: BER

R Windows SEit8: 1001

R SKU ESiTH 1001

{EIBTia): 2023/3/4 12:04:57




image66.png
RABEL

17/4/5 v

KEBER
20174F485H v





image67.png
7:25

=iy
23/1117





image68.png
ik

SN S
it

BN
=3

RIS b

FRIRGRERR





image69.png
N -




image70.png
A
B uw




image71.png
Intel® Graphics Control Panel

iReasoning




image72.png
Y

(4 smre SREHPY

= e





image73.png
88 @ 40 ®

& o

piated &7 SL wt

LicFAaREE 0%
FeraE -12348 mW
witER 45730 mWh
RLTTHEBE  43110mwh
MRFRSE 39010 mWh
RS TELERER

BREDE O
HEEIIRERT SRR, PSR E,

B x

ThE




image74.png
- v B> REIER > FrEREERR v O ERITHIER
BT AR E =ESR | xER
ﬁ BitLocker SX#IZENNZ Internet }5ETR g Java I’;ellr:toevofMicrophone

W Remoteapp fusmmici gy DTN B Windows e W memm

3 EpmEEWindows7)  (§] FFEHIRE ¢ i &3 s

| e g Ites ) wmIa & e




image75.png
5 v 1B BHESR > FESHERE > SRR

FEHIERER

sz naViz:hi i pil]
ey SRR AT e BN EE RGBT TERE,
FEEXTRITA BT
B AT
SR o

Y St ErLEREE FIFRT BRI B T SRS,




image4.png
RAEER > ZHRe > BH

Windows 10 ZdliR
© 2018 Microsoft Corporation, {FEBFFEI.

s
RS Lenow
BE: 7390-Cof
4hiBEE: Intel(R) Core(TM) i7-9700K CPU @ 3.60GHz 3.60 GHz
EREINERAM): 32.0GB (31.8 GB AIF)
R 64 (RERS, BT x64 RIGMER
R EEA BT HRTRENERAT A
Lenow 35
EESH: 400-890-1234
SO E—ZAH 9:00~18:00
s BiZE





image76.png
> EHIER > FEREERR 0 BIRER 0 ZHRE

TE W EB IR R PRSI

SERERAT BN EMNEIREE, ElR SRR





image77.png
TE X iR R AR
PRI EHIREEIRSE, U R ER EROS A TR R,

R, ERREETRE
u i) AV wEER

ES
R )
AT SRS, (FepnEE, TRESES
TEEE e
BN R R, EUHDIE
L
R R,
e
BNERP eSS,





image78.png
5 SpaRaEE
) RMER) EEY)  HEH)
e 2m = BE T

= Al B e
v R
> [ HpgE
> 2] Windows ig8
v [ SR
> [ "FROASREAOESEE
~ [ Windows 8

ActiveX:
v BitLocker JXzEEANEE
| B{ERGIRENS

[ Bl
[0 eI ahEEIRangS

O ieternet Evilarar

RRNHENNSE e
£ SRR
WRRIEAE SRR EREL3IS
.
Windows Server 2008 R2 & AR R BN IE(Windows Server 2008 F1 Windo
Windows 7 RELEETA BIRERPER PIN 2R
- $5F1S InstantGo 5 HSTI BB IR SIS PI
o B P Bitlocker SHOFRBHETIREE ERVSRIREIMA
e, uERe o

REERN





image79.png
A EHREERNSHIE
| EISEENISART
OxEEO T

© EER®E)
O EZA(D)

L—MEEP) | FTMREN)

ZEATFE: | Windows Server 2008 R2 & Windows 7 RILERA

=R =
SREBE TPM 435 BitLocker (@E U (ERILRERE, TLRESRITESMAET Bitlocker REERMNG
Uz reseananss) HIAELURGER Bitlocker EAREEETAMATIM, HAREES
FEFTFF BitLocker BYRZAR.
TP R AR SHRIEET, DUSRERBER
B e | B i
o o s - I BRI W, E R
R TPM =3 PIN: RBIEIQ TPM (0 B LEPB BitLocker, M “QAHEM
TR . TPM B350 Bitlocker’ StiE, (ELEAT, BB USB Iass
D, (SR, AT NI RAHATE USB X
=S TPV EREE: gk, LLGIER USB @45, A USB 9N, xousan Bt
§ SBHWE, WABGTFBERS. MR USB EBEXARTR, %
B TPME AR . ERTTEE, NRBEMEH— Bitlocker REATTA BT
TPV EREE PIN: -
YT yem—— U | |mamnsn oMt b, SamTERmReHRETE, UE

FINEHRIRGBIIR, HEHSE, FTRER TPMEHTSHINE
, BAIERERIEA S SEMNEBA/A 6 F 20 IEAMARIS(PING
V-8

4n8 eam N pum T





image80.png
@ zmize -

e 5 v 1 &) SHER > GRS > VU | mEEEHER
R LR
[ REHEIORGRATE | @ERASRSCSHEE | R ENEEes
REH] Internet Windows Defender B
P REPERS | FYFRBET Windows FE
s o 75
=S == =ERAM A IESEE | @rmEaE | BHEEnE
Jr——— EER BGOSR
BSEIREL BRI
e EEIRESRTES | ERt Sy ERATE
XHHEICTE

) BUARREREH RS RER | B EICRERRRISE

It. EHFIRE(Windows 7)
EHTER(Windows 7) | WEMIEEH

=il

&7 BitLocker




image81.png
A BitLocker IXFNRENNE -
« v o X EHER > RSAIRS > BitLocker AR

ERIERER BitLocker JXGIEENNES
B E BitLocker {RIFIKNEE, PIRSBMRIFURETHII SRR ZFEIFANAE,

ERERSIRANEE
C: BitLocker B3¢

@ =A BitLocker
=
-~

[En=Je=he

AT EIEEINENES - BitLocker To Go
#0% (D:) BitLocker B35

S BitLocker

omsm -~y




image82.png
=R Ba | eaima s

1= Em > 7 ©) 7 i R
© SetE (7) EEOFIFE
i) EE R
2 * 6 30w S BitLocker(B)
4 * T 78 Windows Defenderi3f...
: ’ r_ BR EFHEIRG) >
i * - FRBSHIA()
B ‘ B BRI TR REP)
= 0) ERAA)...
‘ =g F3(0)
BRI
 REABRAE (2) EREWM)
AR ( EER)
= =
" 131 GB AT, # 58.5GB o 395 GB AT, #39.9GB





image83.png
& BitLocker BEFZENIZ(C:)

PRI AR B RAOIRENEERTTT T
O rupEnzsEERRGEE,
EEEEEENRS, (ELLL Bitlocker ES/EIERIIERIMANSIEREA U &,

-> AU &)

b BAEBRW)





image84.png
— < BitLocker JKFNRENNE(C)

OB TR ENES
RZSRESINSFE, ¥, FEASEEEEN,
BAEB(P)

[cessssese

BFRANEBA)

[cessssese

BIFEEPEHET,

T—#(N) B




image85.png
A BitLocker IXFERNZ(C:)

IR B AE M IREZE?

Q RESFEREECELE, BrRRemS,

SRREREERIRENERIAE, AILMERRSEARNREISHISER, BFREZ MAEESE, 5
NSRRI NI R SIS,

- &3 Microsoft (M)
-> FFRIU L)
- (REESUHF)

p HTEDIREZEA(P)

T—#(N) :vi]




image5.png
EoEE LR (Sysprep) X EHLE T ERIUSE TRIHEAE





image86.png
= $TED
#

SEEFTEIL

% Fax
<o Microsoft Print to PDF
= Microsoft XPS Document Writer

& #is
&=

HEEE
[OF=-((}
R HETE()
WEBG):

HE):

EER(R)

ERATEL(D)...

BE#ST(O0)

(222 33

FTEN(P)





image87.png
BTSN
<« v e > TS (D)
s

B

%% ow

v O | E I (D) HER

= EH

EESERE BRI,

ST#EE(N): | bitlocker-230814|pdf

{REF2STU(T): | PDF SZR4(*.pdf)

A~ EEgE

1F(S)

HGH




image88.png
& BitLocker JRFNEENN(C:)

IREBAAEHIREEHE?
O s,

SRREREERIRENERIAE, AILMERRSEARNREISHISER, BFREZ MAEESE, 5
NSRRI NI R SIS,

- {#F3] Microsoft 1P (M)
-> FFRIU L)

- (REESUHF)

- JTEREZIAP)

T—#(N) BUA





image89.png
~ & BitLocker 3RFIEEANE(C:)

IR E AR AREZSEA N

NRIEHTIRARESTEAN LIRS BitLocker, NREENIZARIFEAIKENEES, Bitlocker STEMREFM
IR T E M,

AR ERRIE EE /S BitLocker, BERNEENKMNGE, MEENENRETRENIE
iR, BEECRHRMEREA ST RESNEIRISERIRF,

e




image90.png
— & BitLocker IFEBANE(C:)

HEEFEERRNINEEL

Windows 10 (A&7 1511)3INTHEIBERMSZBR(KTS-ALS), WEXRHEZHRSES, E5RH
REAE] Windows T35,

AR EERHIMEAR Windows EERRIBIEIRAME, NEDER #518x,

AR —ANEERAME, MEWIKNBEASEEIE(T Windows 10 (A5 1511)SRERIRALNE
2, NIRDERETEIEE

O FimEeR(ELATINE FHEERME)N)
@ FEEX(RESATAIMLREBANEIRNE)(C)

=




image91.png
~ & BitLocker 3RFIEEANE(C:)

SRS

INERREEE AT, BEBURTIRARERIAN,
EAMRRERETEETTRERIERES, EHIRAEEIEE RIS,

BT BitLocker EEHHEE(R)
RHHERTHIR BitLocker FEANEIRAMEEZ AL ERIREURSZHMZEA,

BitLocker BIENEHIES BT S,

R R ERNEERAE, BRSNS, o TR R RS EEBIER T
e, MARREZA,

=




image92.png
FO0E (D)

-

43.1 GBAIA, #58.5GB 39.5GBEIA, #£39.9G8

HRIERESH RIS




image93.png
14335

| D=3
A [CREEDR- S




image94.png
X BitLocker IKFNRRNNE

& WRES AN B

RN

&3 Bitlocker




image95.png
BitLocker

NI IRNEE
e

12 Insert SIFE(RIE RS EE R,

% Enter 4k4%
% Esc BJ3#{T BitLocker Y&




